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Résume

A I'heure actuelle, I'industrie automobile manifeste un intérét croissant pour les réseaux
de véhicules. Pour les gestionnaires de réseaux, les institutions et les individus, ils représentent
un des fondements des systemes de transport intelligents.

L'objectif de ces systémes est d'accroitre la securité et I'efficience du transport sur
route, de diminuer les accidents et de proposer des conditions de vie supérieures aux
chauffeurs et aux voyageurs.

Pour sélectionner le protocole de routage le plus adapté aux VANETS parmi les autres
protocoles Ad hoc, il est nécessaire d'implémenter chacun d'eux individuellement sur le
réseau. Cependant, compte tenu du colt de mise en ceuvre d'un VANET, et pour étre en
mesure de créer divers scénarios d'essai, la simulation s'avére indispensable avant d'appliquer
concrétement ce systeme.

Le but de notre travail est de développer un modéle VANET qui respecte les
contraintes liées a la mobilité et qui refléte fidelement la réalité.

Pour cela, nous avons implémenté un environnement adéquat pour la simulation dans
les réseaux VANET en utilisant et combinant un simulateur de mobilitt SUMO etun
simulateur réseau NS2.Nous évaluons l'efficacité des protocoles de routage AODV, DSR et
DSDV mis en ceuvre sur un réseau VANET dans un cadre urbain défini, dans le but de
sélectionner le protocole le plus approprié en terme des performance du taux de réception,de la

perte de paquets, du délai moyen de bout en bout , de la gigue et au débit moyen.

Mots clés : Réseaux mobile Ad Hoc MANET, Réseaux véhiculaires VANET, Protocoles de
routage, AODV, DSDV,DSR , SUMO, simulation, NS2.



Abstract

The automotive industry is currently showing increasing interest in vehicle networks.
For network managers, institutions and individuals, they represent one of the foundations of
intelligent transport systems.

The aim of these systems is to increase the safety and efficiency of road transport,
reduce incidents and provide superior living conditions for drivers and passengers.

To select the most suitable routing protocol for VANETs from the other Ad hoc
protocols, it is necessary to implement each of them individually on the network. However,
given the cost of implementing a VANET, and to be able to create various test scenarios,
simulation is essential before applying the system in practice.

Our aim is to develop a VANET model that respects mobility constraints and faithfully
reflects reality.

We have implemented a suitable environment for simulation in VANET networks,
using and combining the SUMO mobility simulator, the NS2 network simulator and the
AODV, DSR and DSDV routing protocols implemented on a VANET network in a defined
urban setting, with the aim of selecting the most appropriate protocol in terms of packet
reception rate and loss, average end-to-end delay, jitter and average throughput.

Keywords: Mobile Ad Hoc Networks MANET, Vehicular Networks VANET, Routing
Protocols, AODV, DSDV,DSR , SUMO, simulation, NS2.
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Introduction Générale

Un réseau VANET (Vehicular Ad hoc Network) est un type de réseau sans fil appartenant
a la famille des réseaux mobiles ad hoc (MANETS), spécifiquement congu pour permettre la
communication entre véhicules en mouvement ainsi qu’entre véhicules et infrastructures fixes
telles que les feux de circulation, les stations de base ou les panneaux de signalisation
intelligents. Ces réseaux sont au cceur des systémes de transport intelligent (ITS), jouant un
role clé dans I'amélioration de la sécurité routiere, la gestion efficace du trafic, et
I’optimisation de la consommation énergétique. Grace aux communications véhicule-a-
vehicule (V2V) et véhicule-a-infrastructure (V2I), les VANETs permettent des échanges
d’informations en temps réel, réduisant ainsi les risques d’accidents, facilitant la coordination
entre usagers de la route, et soutenant le développement des véhicules autonomes ainsi que des

services connectes.

Pour assurer la fiabilité de ces communications dans un environnement a haute mobilité et
a topologie dynamique, plusieurs protocoles de routage ont été développés. Ces protocoles,
essentiels au bon fonctionnement des réseaux VANET, visent a disséminer efficacement les
informations nécessaires a 1’établissement et a la maintenance des routes. On distingue
principalement trois grandes familles : les protocoles proactifs comme DSDV, qui conservent
des tables de routage constamment mises a jour ; les protocoles réactifs tels que AODV et
DSR, qui établissent les routes a la demande ; et les protocoles hybrides comme ZRP,
combinant les avantages des deux approches pour s’adapter aux spécificités du réseau

véhiculaire.

Afin de déterminer le protocole de routage le plus adapté aux réseaux VANETS parmi les
autres protocoles Ad hoc, il est essentiel d’évaluer leurs performances dans des conditions
variées. Toutefois, étant donné le cofit élevé de la mise en place réelle d’un réseau VANET, la
simulation devient une étape incontournable. Elle permet de créer une multitude de scénarios
d’essai, d’analyser le comportement des protocoles dans un environnement controlé, et

d’optimiser les choix avant tout déploiement reel.

La simulation VANET est divisée en deux parties. Simulation de trafic et simulation de
réseau. Des simulateurs de trafic routier tels que CORSIM, SUMO, VISSIM et



VanetMobiSim ont été utilisés pour générer des trajectoires de véhicules qui sont ensuite
injectées dans des simulateurs de réseau tels que NS2, ns-3, QualNet, OPNET ou GloMoSim
pour mesurer les performances du réseau. Pour faciliter I'interaction entre les simulateurs de

trafic et les simulateurs de réseau, des outils tels que TraNS et MOVE sont utilisés [1].

Notre objectif est de développer un modéle de mobilité VANET respectant les contraintes
lies au déplacement des véhicules, tout en reflétant fidelement la réalité. Pour ce faire, une
premiére approche consiste a utiliser un simulateur de trafic tel que SUMO, qui offre une
méthode relativement simple grace a son interface graphique permettant de modéliser les
cartes routieres et le trafic sans avoir & manipuler directement les lignes de code. Les fichiers
générés peuvent ensuite étre injectés dans le simulateur réseau NS2, afin d’évaluer 1'efficacité
des protocoles de routage implémentés dans un réseau VANET en environnement urbain, dans
le but d’identifier le protocole le plus adapté en se basant sur plusieurs métriques de
performance.

Ce mémoire est structure en trois chapitres :

« Dans le premier chapitre, nous présenterons les dernieres technologies et caractéristiques des
réseaux Ad Hoc. Nous discuterons également des réseaux mobiles ad hoc (MANET), des
réseaux véhiculaires ad hoc (VANET) et de différents concepts liés a ces réseaux.

« Ensuite, le deuxieme chapitre se concentrera spécifiqguement sur les protocoles de routage
pour les réseaux ad hoc tels que les MANET et les VANET. Il classera les protocoles de
routage en types basés sur la topologie (réactifs, proactifs, hybrides) et basés sur la
géographie/l'emplacement. Il décrira en détail les fonctionnalités et les compromis de
protocoles bien connus tels que AODV, DSR, OLSR et GPSR.

» Dans le chapitre trois, nous exposerons la procédure de simulation au sein d'un réseau
VANET ainsi que l'utilisation de simulateurs de mobilité et de circulation. Nous débuterons
par décrire les étapes de notre démarche. Suite a cela, nous présenterons la mise en ceuvre du
réseau VANET a l'aide du simulateur NS2 associé au simulateur de mobilité SUMO. Pour
conclure, nous interpréterons et discuterons les résultats, ou nous mettrons en évidence

I'influence d'une modélisation réaliste sur I'efficacité des protocoles de routage.

Enfin, nous présentons la conclusion générale qui résume ce travail. De plus, nous proposons

une perspective pour les efforts futurs dans ce domaine
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I.1 Introduction :

Ces dernieres années, les réseaux sans fil ont connu un développement spectaculaire et
s'affirment maintenant de maniere incontestable. Les réseaux véhiculaires (VANET), qui
s'inspirent fortement des MANET (réseau mobile ad hoc), représentent une technologie de
communication sans fil récente. Ils facilitent la communication entre véhicules par le biais de
messages d'alerte de sécurité échangés entre eux. Ils sont congus sur la base de I'apparition des
systéemes de transport intelligents (Intelligent Transportation Systems - ITS), dont I'objectif
premier est d'améliorer la sécurité sur les routes.

Effectivement, via des capteurs intégrés aux Vvéhicules, les communications entre
véhicules offrent aux conducteurs une alerte précoce en cas de dangers potentiels.

Dans cette section, nous debutons par I'explication du réseau des réseaux sans fil et de
leurs Classification, la technique et protocoles avant de passer a Les réseaux mobiles qui
contient deux classes : les réseaux avec infrastructure et les réseaux sans infrastructure. Avant
de passer en revue Les réseaux Ad hoc, et le MANET. Nous discuterons ensuite enfin du
réseau VANET, dont nous expliquerons la relation avec l'infrastructure, la technologie
utilisées dans le réseau VANET, Les principales caractéristiques des réseaux VANET et le
travail dans le domaine VANET.

1.2. Les réseaux sans fil:

1.2.1 Définition :

Comme le suggére son nom, un réseau sans fil (ou Wireless network en anglais) est un
type de réseau ou au moins deux dispositifs peuvent établir une communication sans
I'utilisation de cébles.

Les réseaux sans fil offrent a un utilisateur la possibilité de demeurer connecté tout en se
déplacant dans une zone géographique plus ou moins vaste. L'évolution continue de ces
réseaux sans fil a conduit a I'élaboration de nouvelles normes pour améliorer I'interconnexion

des machines [2].
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1.3. Classification des réseaux sans-fils :
On trouve un grand nombre de réseaux sans fil. On peut catégoriser ces réseaux en

différentes classes en fonction des critéres sélectionnés.

1.3.1 Classification selon la zone de couverture :

La catégorisation des réseaux sans fil peut se faire en fonction de la portée géographique
qui offre une connectivité (dite zone de couverture). On distingue ainsi quatre types : les
réseaux personnels sans fil, les réseaux locaux sans fil, les réseaux métropolitains sans fil et

les réseaux étendus sans fil [3].
e Les réseaux personnel’s sans fil (WPAN) :

Egalement connus sous le nom de réseaux domestiques, ils garantissent la connexion
entre des appareils éloignés de quelques dizaines de métres, ce sont des réseaux a courte
portée. lls sont généralement utilisés pour connecter des périphériques tels qu'un ordinateur,
une imprimante, etc., ou un assistant personnel (PDA) a un ordinateur sans |'utilisation de
cables [3]. Plusieurs technologies sont utilisées pour les WPAN tel que : Bluetooth, ZigBee,
HomeRF et IrDA.

e Les réseaux locaux sans fil (WLAN):

Cela se réfere a la portée d'un réseau local miss en place au seine d'une société, d'une
résidence ou encore dans des lieux publics (point d'acces). Tous les appareils (ordinateurs,
PDA, etc.) présents dans la zone de portée du WLAN ont la possibilité de s'y connecter [3].

Il existe plusieurs technologies concurrentes : Wifi, HiperLanl et HiperLan2.

e Les réseaux métropolitains sans fil ( WMAN):

Identifies comme Boucle Locale Radio (B.L.R), ils s'appuient sur les standards IEEE
802.16. Le B.L.R propose un débit fonctionnel de 1 a 10 Mbit/s sur une distance de 4 a 10
kilomeétres, ce qui le rend adapté aux fournisseurs de services télécoms. Les réseaux sans fil de
type WMAN continuent de se développer ; la norme 802.16 est souvent désignée par son
appellation commerciale, WiMax [3].
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e Les larges réseaux sans fil (WWAN) :

Aussi appelé réseau cellulaire mobile, ce type de réseau sans fil est le plus courant car
tous les téléphones mobiles y sont connectés. Les principales technologies sont les suivants :
GSM (Global System for Mobile communication.), GPRS( General Packet Radio Service. )

et UMTS : Universel Mobile Télecommunication System [3].

| 100 l @ Illi.-.:nl

Figure 1.1: Différents types de r'eseaux sans fil et portées typiques [4].

Le tableau suivant résume les différentes technologies utilisées dans chaque catégorie et leurs

caractéristiques.

Tableau I .1: Classification des réseaux sans fil [5].

Catégorie WPAN WLAN WMAN WWAN
Standard IEEE 802.15 IEEE 802.11 IEEE 802.16 IEEE 802.20
Bluetooth Wifi Wimax GSM
Technologies HomeRF HyperLAN2 GPRS
Zigbee UMTS
IR(Infrarouge)
Quelques Une centaines Quelques Une centaines
Couverture dizaines De métres dizaines De Kilometres
meétres kilometers
Débit <1 Mbps 2 a 54 Mbps Jusqu’a 70 10 a 384 Kbps
Mbps
Applications Point a point Réseau Fixe, accés au GSM
Equipement a d’entreprise dernier PDA...
équipement Kilometres
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I.4. Technique d’acceés :

On peut catégoriser les réseaux sans fil en fonction de la norme de la couche physique, de
la fréquence, de I’utilisation du spectre, et ainsi de suite. Si I’on se base sur la méthode
d’accés, on distingue les réseaux suivant :

- TDMA (Accés Multiple par Division de Temps) .

-FDMA (Acces Multiple par Division de Fréquence).

- Les réseaux CDMA/WCDMA (Accés par multiplexage a repartition de code) .

- Les réseaux SDMA (Acces par multiplexage a répartition spatiale) [3].

1.5. Protocoles de réseau sans fil :

Les protocoles de réseau sans fil fournissent les regles et les normes de communication
entre les appareils sur un réseau sans fil, leur permettant de se connecter et de transférer des
données efficacement. Il existe plusieurs protocoles de réseau sans fil. Certains des exemples

les plus courants sont :

1.5.1 Le Bluetooth :

Lancé en 1994 par Ericsson, son débit théorique est de 1Mbits/s pour une portée
maximale d’environ 30 metres. L’avantage est que cette technologie est peu gourmande en
énergie, c’est pourquoi elle est adaptée pour les petits périphériques comme le téléphone

portable ou encore une souris [6].

1.5.2 Zigbee :

Solution tout juste récente. C’est une version modifiée du Bluetooth qui rend possible des
connexions sans fil a un colit minimal et avec une consommation d’énergie réduite. L’avenir
de cette solution est assuré. La technologie sans fil a constamment été confrontée a la
problématique que les dispositifs sans fil consomment ¢énormément d’énergie.
C’est la raison pour laquelle I’IEEE (Institute of Electrical and Electronic Engineers) a ¢laboré
ZigBee. Ce dispositif facilite la communication entre machines, tout en ayant une
consommation d’énergie minimale et un coit trés réduit. Des fabricants tels que Motorola ou

Philips I’appuient déja. Il a une vitesse maximale de 128 Kbits/s. A la différence du Wifi ou
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du LAN, ZigBee ne nécessite pas d’un systéme centralisé pour orchestrer le transfert des

messages [6].

1.5.3 Wifi (WLAN) :

WiFi se définit comme un regroupement de protocoles de communication sans fil, soumis
aux normes du groupe IEEE 802.11. Les normes WiFi permettent la création de réseaux
locaux sans fil offrant un haut débit. En substance, le WiFi offre la possibilité de connecter des
ordinateurs portables, des machines de bureau, des assistants numériques personnels (PDA :
Personal Digital Assistant) ainsi que divers objets. Des équipements capables de se connecter
a une connexion haut débit (11 Mbit/s en théorie ou 6 Mbit/s en pratique avec le 802.11b, ou
54 Mbit/s théoriqguement, soit environ 25 Mbit/s dans les faits avec le 802.11a ou 802.11¢)
peuvent étre utilisés sur une portée qui peut atteindre plusieurs dizaines de métres a 1’intérieur

(couramment entre 20 et 50 metres) [6].

1.5.5 LoRaWAN :

LoRaWAN est le protocole de couche d’accés au support (MAC) qui se superpose a la
couche physique et qui définit le protocole de communication ainsi que 1’architecture systéme
pour un dispositif.

La spécification de la couche liaison LoRaWAN est identique dans toutes les régions.
Toutefois, chaque région peut présenter des différences au niveau des caractéristiques de la
couche physique du dispositif. Ces appareils connectés ne sont pas spécifiques a une passerelle
donnée. Les consommateurs, quant a eux, peuvent se procurer n’importe quel appareil
LoRaWAN certifi¢ et étre assurés qu’il effectuera des tdches essentielles telles que

I’élimination de messages superflus et la préservation d’une faible consommation d’énergie

[7].
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1.6. Réseaux Mobiles :

Un réseau mobile est un réseau constitué¢ d’hotes mobiles. Ils recourent fréquemment a
une communication sans fil qui autorise ses usagers a obtenir des informations
indépendamment de leur emplacement physique. Aujourd’hui, les environnements mobiles
constituent une option de communication économique et flexible. Les réseaux mobiles ou sans

fil, peuvent étre classés en deux classes : les réseaux avec infrastructure et les réseaux sans

infrastructure [8].

Réseaux mobiles sans fil

Réscaux avee infrastructure Réscaux sans infrastructure
(Ad hoc)

Figure 1 .2: Les modéles des réseaux mobiles [8].

1.6.1 Réseau mobile avec infrastructure :

Un réseau doté d’infrastructure se compose de deux groupes distincts d’entités : une
multitude de dispositifs mobiles (MHs) ainsi que des stations fixes nettement moins
nombreuses. Mais plus performantes que les stations d’assistance pour mobile (MSSs) ou les
stations de base (BS).

Les MSSs disposent d’une interface de communication sans fil qui facilite une interaction
directe avec les MHs, situés dans une zone géographique restreinte nommée « cellule ». Dans

ce réseau, un MH ne peut étre relié directement qu’a son MSS local a un moment donné [8].
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(BSS)

{ Cellules de communication sans fil ]

Reéseau Statique
(Mbps a Gbps)

Figure 1.3: Le modeéle des réseaux mobiles avec infrastructure [2].

1.6.2 Réseau mobile sans infrastructure (Ad hoc) :
Le modele de réseau sans infrastructure préexistante ne comporte pas I’entité « site fixe »,
tous les sites du réseau sont mobiles et se communiquent d’une maniére directe en utilisant

leurs interfaces de communication sans fil.

Portée de la communication

Figure 1.4: Le modeéle des réseaux mobiles sans infrastructure [2].
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Dans un contexte ad hoc, les appareils clients sans fil se connectent mutuellement pour
former un réseau pair a pair (peer to peer en anglais), ce qui signifie que chaque appareil
assume simultanément le réle de client et celui de point d’accés. L’ensemble de services de
base indépendants (en anglais Independent Basic Service Set, ou IBSS) est constitué par la
formation des diverses stations. Un IBSS est donc un réseau Wi-Fi formé au moins de deux
stations et qui ne fait pas appel a un point d’accés. L’IBSS est donc un réseau temporaire qui
permet a des individus presents dans une méme piece de partager des informations. Il est
reconnu par un SSID, tout comme un ESS fonctionnant en mode infrastructure. Dans un
réseau ad hoc, I’étendue du BSS autonome est définie par la portée de chaque station. Cela
implique que si deux stations du réseau se trouvent hors de portée I'une de 1’autre, elles ne
seront pas en mesure de communiquer, méme si elles détectent d’autres stations a proximité.

Effectivement, A la différence du mode infrastructure, le mode ad hoc ne dispose pas

d’un mécanisme de distribution capable de transférer les paquets d’une station a une autre [2].

1.7. Réseaux Ad hoc :

L’¢étude des réseaux sans fil ad hoc est en cours depuis plusieurs décennies. L’origine des
réseaux sans fil ad hoc remonte aux réseaux de radio par paquets (PRNet) de I’Agence des
projets de recherche avancée de défense (DARPAVA), qui ont ensuite évolué vers le
programme SURAD (réseaux radio adaptatifs survivables) . Les réseaux ad hoc ont eu une
importance significative dans les initiatives militaires et les projets de recherche y afférents,
tels que le programme GloMo (Systémes d’Information Mobile Global) et le programme
NTDR (Radio Numerique & Court Terme) . On a constaté recemment une nouvelle tendance
d’applications industrielles et commerciales pour les réseaux sans fil ad hoc, a mesure que les
dispositifs de communication fonctionnels et les ordinateurs portables se font plus compacts et
accessibles.

Les reseaux ad hoc sont des réseaux sans fil qui peuvent se structurer de fagon autonome
et spontanée dans leur environnement de déploiement, sans infrastructure préétablie. 1ls sont
congus sur demande pour répondre a un besoin précis. La responsabilité de la gestion du
réseau est répartie entre toutes les entités en communication sans fil, souvent désignées sous le

terme de « nceuds ».

10
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Il est essentiel que I’établissement d’un réseau ad hoc soit ais¢, permettant aux nceuds de
se connecter ou de se déconnecter de fagcon totalement dynamique sans avoir a notifier le

réseau, sans perturber les échanges des autres participants [9].

Figure 1.5: Scénario d’utilisation d’un réseau ad-hoc [10] .

1.8. Réseaux MANET :

Les MANETS sont des réseaux interconnectés créés par des routeurs mobiles sans fil,
chaque routeur étant associé a un ou plusieurs dispositifs hotes (par exemple, ordinateurs et
capteurs). Un routeur MANET exécute des protocoles de routage qui, a l’inverse des

techniques de routage traditionnelles, supportent les modifications rapides de connectivité

entre les noeuds.

Figure 1 .6: Réseau mobile [11].

11
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Les MANETSs sont des systémes non hiérarchiques, ou chaque nceud (routeur mobile)
joue les mémes rdles de source, d’évier et de relais pour les données. Par conséquent, le
MANET n’est pas li¢ a une infrastructure de communication existante ou fixe (comme c’est le
cas pour un réseau téléphonique mobile). La capacité a s’auto-organiser de maniére
indépendante et a fonctionner comme sa propre infrastructure rend les MANETS
particulierement séduisants pour répondre aux exigences de communication industrielle dans

des environnements manufacturiers difficiles [12].

1.9. Réseaux VANET :

Un réseau ad hoc véhiculaire est une catégorie spécifique de réseau mobile ad hoc
(MANET) qui facilite la communication entre les véhicules a proximité et les équipements
routiers .Dans ce genre de réseau, Les véhicules sont considérés comme des nceuds de
communication capables d’appartenir a un réseau auto-organisé sans filtrage préalable ou
connaissance mutuelle.

Les réseaux de véhicules (VANETs) gagnent en popularité de fagon croissante.
Initialement proposes par les systemes de transport intelligents (ITS), les VANETSs permettent
de construire un Les systemes de transport routier plus sdrs sont congus pour améliorer la
sécurité et la gestion du trafic tout en offrant confort et plaisir aux conducteurs et aux
passagers sur les routes publiques [13].

La figure ci-dessous représente la hiérarchie des réseaux sans fil ou elle schématise
I’inclusion des réseaux Vvehiculaires Ad Hoc VANET dans les réseaux mobile Ad Hoc
MANET, les MANET dans les réseaux Mobiles ainsi que les réseaux mobiles dans les réseaux

sans fil.

| VANET

MANET

‘ RESEAUX MOBILES

| RESEALTX SANS FILS |

Figure I .6: Hiérarchie des réseaux sans fil [1] .

12
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1.9.1 Rapport entre les véhicules et leurs infrastructures :

Dans un systtme VANET, certaines entités comme les Autorités de Transport
Régional (ATR), les Autorités Réseau (AR), les Autorités d’ Application de la Loi (AAL)
et I'infrastructure routiére incluent des RSUs frontiéres pour la gestion de pseudonymes,
des RSUs simples et réguliers pour 1’accés a Internet et les véhicules des utilisateurs.

Dans ce systeme, les unités de services régionaux (RSUs) offrent un acces a
I’infrastructure et des services de réseau. Elles sont gérées par des prestataires de services
externes. Ces derniers ont conclu des contrats commerciaux avec 1’Autorité des Transports
Régionaux (RTA) pour construire I’infrastructure d’accés dans la région de la RTA. Ainsi, les
RSUs ne sont pas la propriété de la RTA, bien que les RSUs frontaliers soient détenus et gérés
par la RTA, agissant alors en tant qu’agents délégués avec 1’autorité de la RTA.

Dans le cadre des VANETS, on distingue trois formes de communication (voir Figure
1.7) : Vehicle-to-Vehicle (V2V), Vehicle-to-Infrastructure (V2I) et Infrastructure-to-Vehicle
(12Vv) [13].

Figure 1.7: Architecture systéme dans les VANET [13] .

1.9.2 Le neeud du réseau VANET :

Dans un réseau VANET, un nceud est défini comme étant un véhicule doté de terminaux

tels que des ordinateurs, des interfaces réseau et divers capteurs, capables de recueillir et

13
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d’analyser des informations. On évoque 1’idée de « véhicule intelligent ». La figure cidessous

modélise un véhicule intelligent [1].

Collecte des données

Radar avant / // Systeme de locallisation GPS
//
7 | DR— g

!

capacite de

Captew S commumication

~ - 7 ]
S r
\\ [\7 N N
)
‘e / /l - \.\
—/ Radar aariere
Interface Homme-MNachine Plateforme de traitement

Figure | .8: Véhicule intelligent [1].

1.9.3 Technologies utilisées dans la communication véhiculaire :
Les réseaux véhiculaires par analogie a ce qui existent dans les réseaux sans fil peuvent

étre déployés selon trois catégories :
e Communication inter-vehicules :

La configuration de communication inter-véhicule (Figur 1.9) utilise le
multicast/broadcast multi-saut pour diffuser des informations liées au trafic sur plusieurs sauts
vers un groupe de destinataires. Dans les systemes de transport intelligents, les véhicules
devraient seulement se préoccuper des activités devant eux et non derriére (un exemple serait
la diffusion de messages d’urgence concernant une collision imminente ou la planification
dynamique de I’itinéraire). Diffusion. Dans la diffusion naive, les véhicules transmettent des
messages de diffusion de maniére périodique et a des intervalles réguliers. Des réception du
message, avertissez si celui-ci provient d’un véhicule qui vous suit. Si le message provient
d’un véhicule en téte, le véhicule récepteur diffuse a son tour un message vers les véhicules
situés a l’arriére. Cela garantit que tous les véhicules autorisés se déplacant vers I’avant

recoivent tous les messages diffusés [14].

14
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Figure 1.9 : Inter-vehicle communication [14].

L’inconvénient majeur de la méthode de diffusion naive est qu’elle génére un grand
nombre de messages diffusés, augmentant ainsi le risque de collisions de messages qui
entrainent une baisse des taux de livraison et une augmentation des temps de livraison. La
diffusion intelligente avec accusé de réception implicite répond aux problemes inhérents a la
diffusion naive en restreignant le nombre de messages diffusés pour un événement d’urgence
donne.

Si le véhicule de détection d’événements recoit le méme message en provenance de
I’arriére, il présume qu’au moins un véhicule derriere lui I’a regu et cesse donc la diffusion.
On suppose que le véhicule a D’arriere aura la tiche de transmettre le message aux autres
véhicules. Si un véhicule recoit plusieurs messages de différentes sources, il ne réagira qu’au

premier message [14].

e Communication entre le véhicule et le bord de la route :

La configuration de communication véhicule-a-routier (Figure 1.10) illustre une diffusion
en un seul saut ou I’unité routieére transmet un message diffusé a tous les véhicules équipés a
proximité. La configuration de communication véhicule-routiére offre une liaison a large

bande entre les véhicules et les unités routieres.
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Figure 1.10: Communication entre le véhicule et la route [14].

Les unités de bord de route peuvent étre installées tous les kilométres ou moins, ce qui
permet de conserver des débits de données élevés méme en cas de circulation dense. Selon son
calendrier interne et les conditions de circulation. L’unité de bord de route diffusera
régulierement un message indiquant la limite de vitesse et comparera toute restriction
géographique ou directionnelle avec les données des véhicules afin de déterminer si une alerte
de vitesse s’applique a ’'un des véhicules a proximité. Si un véhicule dépasse la limite de
vitesse souhaitée, une alerte sera transmise au véhicule sous forme d’avertissement sonore ou

visuel, demandant au conducteur de ralentir [14].
e Communication basée sur le routage :

Configuration de communication basée sur le routage (Figure 1.11) Unicast a plusieurs
sauts ol un message est transmis de maniere multi-saut jusqu’a ce que le véhicule portant les

données souhaitées soit atteint.
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Figure 1.11 : Communication basée sur le routage [14].

Lorsqu’une demande est recue par un véhicule détenant 1’information recherchée,
I’application sur ce véhicule envoie immédiatement un message unicast contenant
I’information au véhicule d’ou provient la requéte. Ce dernier est alors chargé de transmettre

cette information vers la source de la requéte [14].

1.9.4 Principales caractéristiques des réseaux VANET :

Dans un réseau MANET, 1’établissement d’une communication repose simplement sur le
principe de routage sans infrastructure fixe, en se servant des unités conventionnelles comme
les ordinateurs portables. Toutefois, comme I’indique le tableau 1, les réseaux V MANET
peuvent présenter un comportement différent des MANET. lIs se distinguent par une topologie
hautement dynamique (a tout moment, une entité peut intégrer ou quitter le réseau) .

Une mobilité importante due aux infrastructures routieres ou a celle qui est directement
liée au comportement des conducteurs et a leurs réactions dans diverses situations. Par
exemple, les heures de bouchons, les collisions, etc. ’absence de restriction énergétique (les
entités du réseau VANET disposent d’une énergie suffisante pour faire fonctionner les divers
équipements électroniques, étant donné que ces derniers sont alimentés par 1’énergie des
véhicules),et la disponibilité d’informations géographiques précises (comme les cartes
routiéres).

En nous référant aux caractéristiques mentionnées precédemment, nous pouvons observer

que les reseaux VANET ne possedent pas les mémes traits distinctifs que les réseaux
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MANET. Il est donc nécessaire de considérer les requis et les spécificités de ce réseau avant

d’appliquer les méthodes élaborées pour un réseau MANET [15].

Tableau | .2: Comparaison entre MANET et VANET [15] .

MANET VANET
Sans limites, peut-étre
Nombre de nceuds Habituellement de 100 a égal a des milions de
1000 vehicules
Mobilité Faible ou moyenne Haute (jusqu’a 200 km/h)

(vitesse de marche)

Trajectoire de nceuds Aleatoire Déterministe (réseau
Routier)

Distribution de nceuds Aléatoire et réguliere Peu dense et irréguliére

Fiabilité Moyenne Tres élevé

La durée de vie des nceuds Limitée par la vie des Illimitée (vie du vehicule)

(énergie) batteries dans les nceuds

1.9.5 Travaux dans le domaine des VANET :
Les propriétés des réseaux véhiculaires offrent des challenges importants. Les VANET

s’ouvrent a plusieurs domaines de recherche dont nous citons les plus importants :
e Sécurité :

La sécurité représente un enjeu crucial ayant une forte incidence sur le déploiement futur
des réseaux de véhicules et leurs différentes applications. Etant donné la délicatesse des
domaines d’application des VANET, une intrusion d’un véhicule malveillant pourrait
entrainer des répercussions séveres sur tous les véhicules connectés entre eux. C’est pour
cette raison qu’un grand nombre de recherches ont ét¢ menées afin d’élaborer un systéme de
sécurité établissant des relations de confiance entre les nceuds communicants et assurant le

controle d’accés aux services [1].
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e L’accés au canal :

Des communications radio sont employées par les réseaux veéhiculaires. 1l est donc
essentiel d’¢laborer des solutions sur mesure pour les réseaux VANET, qui garantissent un
haut niveau de service et assurent la gestion des priorités en résolvant les problémes
d’interférences radio, de propagation multi-trajets des ondes et d’irrégularités

électromagnétiques [1].
e Localisation des véhicules :

Dans I’éventualité ou un véhicule du réseau doit étre localisé, par exemple suite a un
accident, il est impératif que les autres soient mis au courant de sa position. L’ennui, ¢’est que
tous les véhicules ne disposent pas d’un dispositif de localisation par satellite (GPS). C’est
pourquoi il est indispensable d’avoir un systéme de positionnement qui ne repose pas sur le

GPS [1].
e Problémes de congestion :

Un des défis posés par les VANET est que chaque véhicule entretient une communication
avec tous les autres situés dans sa zone de portée. L’augmentation du nombre de véhicules
provoque une détérioration de la qualité de service (QoS). Plusieurs recherches ont été

consacrées a ce probléme [1].
e Mobilité dans la simulation des réseaux :

Dans les simulations de VANET, 1’élément mobilité a été largement sous-estimé. Nous
n’avons pas pris en compte la distinction entre les déplacements des nceuds dans les VANET
et ceux dans les MANET, ce qui pourrait influencer les résultats de la simulation. C’est
pourquoi un nombre croissant d’équipes de recherche se penchent sur 1’analyse de la mobilité
au sein des VANET. Avec un simulateur de qualité, plus le modéle de mobilité est fidele a la
réalité, plus les résultats obtenus par la simulation reflétent fidélement la réalité. C’est

pourquoi les modeles de mobilité ont un impact direct sur le succés d’une simulation [1].
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e Routage :

Le routage dans les systéemes de transport interconnectés (VANET) représente un défi
considérable et constitue un domaine d’étude pour de nombreux chercheurs. Pour permettre la
communication entre les vehicules, un protocole de routage doit étre mis en place. En effet,
lorsque les dispositifs ne sont pas a portée de transmission radio directe, le routage est

nécessaire pour établir la connexion entre les véhicules [1].
1.10 Conclusion :

Dans ce chapitre nous avons présenté les réseaux sans fil, les réseaux mobiles Ad Hoc
ainsi que les réseaux véhiculaires Ad Hoc VANET qui ne sont qu’une particularité des réseaux
MANET.

Dans le prochain chapitre nous traiterons le routage dans les réseaux mobiles Ad hoc.
Nous nous intéresserons a la problématique du routage et les contraintes liées aux réseaux Ad

Hoc. Nous décrierons également les principaux protocoles et leurs classifications.
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Chapitre 11 Routage dans les réseaux vehiculaires

1.1 Introduction :

Les réseaux Ad hoc se distinguent par le manque d'infrastructure fixe, ce qui pousse ces
réseaux a gérer leur propre organisation pour transmettre les données entre les entités mobiles.
Cette transmission nécessite I'emploi de protocoles spécifiques de communication ou de
routage. Ces procédures ont pour but de choisir l'itinéraire optimal pour transmettre les
paquets de la source a la destination. Il est ardu de gérer un flux de données dans un
environnement véhiculaire sans fil, dépourvu d'infrastructure (surtout en matiére de
communication V2V), et caractérisé par une mobilité élevée « une topologie trés dynamique ».
En effet, le routage est percu comme I'un des défis complexes dans les réseaux véhiculaires ad
hoc.

Dans ce chapitre, nous allons présenter d’abord le routage dans les réseaux ad hoc de
maniére générale, la classification des protocoles selon I’architecture (uniforme ou non
uniforme) et selon I’approche de routage (protocole proactif, réactif ou hybride). Ensuite,
nous passons au routage dans les VANET, la classification des protocoles de routage selon
deux critéres : basé topologie et géographique, nous finissons par citer quelques protocoles de

routages utilisés dans notre étude.

11.2. Définitions :

Nous proposon un apercu des éléments fondamentaux :

11.2.1 Routage :

Le routage est une technique utilisée pour diriger les informations vers leur destination
appropriée via un réseau d'interconnexion spécifique. L'objectif est de proposer une stratégie
qui garantit, a tout instant, un acheminement correct et efficient entre chaque paire de nceuds

du réseau. Cela assure une communication constante par le biais de messages [16].

11.2.2 Protocoles :

Un protocole est une procédure normalisée qui facilite la communication entre processus
(qui peuvent étre executes sur différentes machines), a savoir un ensemble de normes et de
démarches a suivre pour transmettre et recevoir des données sur un réseau. Plusieurs types

existent en fonction de ce que I'on attend de la communication [17].
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11.2.3 Protocole de Routage :

Le protocole de routage est un logiciel qui a pour fonction de définir le chemin le plus
efficace pour la transmission des informations entre deux nceuds. Le routage dans les réseaux
ad hoc mobile différe du routage conventionnel employé dans les réseaux a infrastructure.
Cela dépend de plusieurs éléments, y compris la mobilité, la topologie et le mode de sélection
de l'itinéraire. On note que les protocoles de routage dans les réseaux mobiles ad hoc peuvent
étre divisés en trois catégories principales, en fonction de la fagon dont les routes sont créées

et maintenues lors du transfert des données [17].

11.3. Routage dans les réseaux Ad hoc :

Le routage constitue un aspect essentiel d'un réseau Ad hoc. Chaque segment du réseau
nécessite un logiciel de routage pour gerer I'acheminement des paquets. L'option la plus aisée
serait manifestement de disposer d'un routage direct similaire a celui représenté dans I'image
ci-dessous, ou chaque station du réseau est en mesure de communiquer directement avec une
autre, sans nécessité de recourir a un intermédiaire. Ce scénario le plus facile se rapporte a une
petite cellule, dont le diametre est inférieur a 100 metres, similaire a ce qui se passe dans un
réseau IEEE 802.11 en mode Ad hoc.

Dans un réseau Ad hoc, le routage classique implique de passer par des nceuds
intermédiaires. Ces derniers doivent avoir une table de routage capable de diriger le paquet
vers son destinataire. L'approche stratégique d'un réseau Ad hoc repose sur I'optimisation des
tables de routage a travers des mises a jour périodiques plus ou moins fréquentes. Si les mises
a jour sont trop fréquentes, cela pourrait causer une surcharge du réseau. Néanmoins, cette
approche a l'avantage de maintenir des tables a jour, facilitant ainsi un routage rapide des
paquets. Une actualisation uniquement lors de I'apparition d'un nouveau flux allége la charge
sur le réseau tout en déchargeant le réseau d'un grand nombre de flux de supervision. Dans ce
cas, il est nécessaire d'établir des tables de routage capables d'assurer un acheminement dans

des délais raisonnables [18].
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Figure 11.1: Exemple d’un routage direct [18] .

11.4. Difficulté du routage dans les Réseaux AD HOC :

Comme nous l'avons précedemment observe, la structure d'un réseau mobile ad hoc se
distingue par le manque d'infrastructure fixe existante, contrairement aux réseaux de
communication traditionnels (filaires ou cellulaires). Un réseau ad hoc doit se structurer de
maniére autonome pour étre déployé rapidement et s'ajuster aux conditions de propagation, au
flux de données et aux divers déplacements susceptibles de se produire dans les unités
mobiles.

Pour garantir la connectivité du réseau, malgré l'absence d'infrastructure stable et le
mouvement des stations, chaque point du réseau peut étre appelé a contribuer au routage et a
la transmission des paquets lorsque celui-ci ne parvient pas a atteindre sa destination. Ainsi,
chaque point fonctionne a la fois comme station et comme routeur. Chaque nceud s'engage
donc dans un protocole de routage qui lui donne la possibilité d'explorer les voies existantes
pour rejoindre les autres nceuds du réseau. L'immensité potentielle d'un réseau ad hoc met en
évidence que la gestion du routage dans cet environnement nécessite une approche
totalement différente de celle utilisée dans le routage traditionnel. Dans le contexte des
réseaux ad hoc, la question qui se pose est celle de I'ajustement de la technique de routage
employée face a l'importante quantité d'unités présentes dans un environnement marqué par
des capacités limitées en matiéere de calcul, d'énergie et de stockage. Et d'une topologie en
constante évolution.

Si le nceud de destination est a portée de communication du noeud source, le routage se
fait naturellement sans la nécessité d'activer un protocole de routage. Malheureusement, ce

scénario est couramment inhabituel dans les réseaux ad hoc. Il se peut qu'une station source
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doive transmettre des informations a une autre station qui est hors de sa portée de
communication, Par exemple, dans le réseau dépeint a la figure .1, I'unité mobile W n'est pas
accessible par l'unité U (signalée par le cercle de départ U) et inversement. Si l'unité U
souhaite transférer des paquets vers W, elle est obligée de faire appel aux services de I'unité V
pour la transmission. En effet, le champ de communication de l'unité V englobe les unités U et
W. Le probléme de routage est plus complexe en raison de l'irrégularité de la transmission
sans fil, du mouvement imprévisible potentiel de tous les nceuds impliqués dans le processus

de routage, ainsi que des ressources eénergétiques limitées [19].
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Figure 11 .2: Un simple réseau ad hoc constitué de trois unités mobiles [19].

11.5. Routage dans les MANETS :

Le routage consiste a diriger les flux de données des nceuds sources vers les nceuds cibles.
Si la communication n'implique qu'une seule destination, on parle alors de « routage unicast ».
Si tous les nceuds du réseau ou simplement un sous-ensemble est concerné par la réception des

données, on fait référence au « broadcast » et au « routage multicast », respectivement.
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Figure 11.3: Illustration du routage unicast, multicast et broadcast [20] .

L'objectif primordial des protocoles de routage est de créer et d'entretenir les itinéraires,
afin d'assurer une transmission correcte des données au sein du réseau. L'élaboration de
protocoles de routage pour les MANETS est loin d'étre une tache facile. Pour réaliser un
routage de données fiable et performant, il est indispensable de recourir a de nouvelles
méthodes de routage.

L'instabilité du canal de communication sans fil, les contraintes en termes d'énergie et de
bande passante, ainsi que la nature mobile des nceuds rendent plus ardue et complexe la
conception des protocoles de routage pour les MANETS. Dans la prochaine section, nous
détaillerons les caractéristiques nécessaires pour les protocoles de routage dans les MANETS
[20].

11.5.1 Objectifs des protocoles de routage dans les MANETS :

Le but premier d'un protocole de routage est de déterminer et préserver la route multi-
sauts idéale pour toute communication. L'interprétation du terme idéal dépend du type de
réseau, de la nature de I'application, En fonction de la nature des informations échangées et
des utilisateurs concernés, on peut distinguer plusieurs perspectives.

* Route optimale utilisant le moins de ressources possibles (bande passante, mémoire,
processeur, énergie).
* Trajet optimal qui emploie le moins de sauts possible.

* Route optimale qui représente le trajet le plus court en termes de distance.

25



Chapitre II Routage dans les réseaux véhiculaires

* La voie optimale qui est aussi la plus sire.

* [tinéraire optimal garantissant la meilleure qualité de service... etc.
Les objectifs peuvent étre réalisés grace aux élements suivants :

« Eviter les cycles de routage.

* Diminuez la quantité et la taille des messages de contrdle.

* Assurer la gestion dynamique de la topologie.

* Diminuer et simplifier les processus [21].

11.6. Classification des protocoles de routage dans les réseaux mobiles Ad
Hoc :

Selon divers critéres, les protocoles de routage congus pour les réseaux mobiles Ad Hoc
peuvent étre répartis en différentes catégories. Nous allons citer, selon leur architecture

(uniforme ou non uniforme), leur approche de routage (protocole proactif, réactif ou hybride).

Protocoles de routage MANET
Uniforme Non Uniforme
(_,/\, = - " -
Orienté topologie Orienté destination Sélection des voisins Partitionnement
2 . A SR
B §

DSR GSR AODV DSOV OLSR 7RP CBRP FSR
DREAM ABR WRE
TORA

Figure 11.4: Classification des protocoles de routage dans les réseaux mobiles Ad Hoc [22].

11.6.1 Classification selon ’architecture :

Certains protocoles de routage ne font pas appel a tous les nceuds d'un réseau pour
acheminer les messages, au contraire, ils en choisissent certains, selon le voisinage ou pour
constituer des cellules. On qualifie ces protocoles de non-uniformes. On appelle les

protocoles uniformes ceux qui exploitent tous les nceuds du réseau aptes a router [23].
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11.6.2 Classification selon I’approche de routage :
Selon cette classification qui repose sur le procédé de création de la voie, trois catégories

se distinguent :

11.6.2.1 Les protocoles proactifs :

Un protocole proactif est celui qui établit les tables de routage avant que la requéte ne soit
effectuée. En réalité, il détermine la topologie du réseau a chaque moment [24].

Ils adoptent le concept du routage dans les réseaux cablés. Ils sont fondés sur la présence
de tables de routage a chaque nceud. Quand un nceud du réseau désire transmettre un message,
il se référe a sa table de routage pour déterminer le chemin a emprunter jusqu'a l'interlocuteur
du message. L'atout majeur de ces protocoles est leur capacité a réagir rapidement.
Effectivement, a tout instant, chaque composant du réseau dispose d'un moyen pour se
connecter aux autres membres du réseau.Cependant, il est indispensable de mettre
constamment a jour les tables de routage afin de prendre en compte la mobilité des nceuds.
Cela provoque la propagation de multiples messages de verification qui génerent du trafic sur
le réseau, diminuant par conséquent la capacité de transmission des données. Par ailleurs, cette
diffusion constante de messages entraine une plus grande consommation d'énergie au niveau
des nceuds du réseau.

Les protocoles proactifs se distinguent essentiellement par leur méthode de mise a jour.
Le OLSR (Optimized Link State Protocol) et le DSDV_(Destination Sequenced Distance

Vector) est un cas d'usage illustrant ce type de protocole pour la routage proactif [25].

Figure I11.5: Principe de fonctionnement des protocoles proactifs [22].
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e OLSR (Optimized Link State Protocol) :

OLSR a été concgu spécifiquement pour les réseaux mobiles ad hoc. Il opére en tant que
protocole proactif guidé par table, ce qui signifie qu'il partage freqguemment des donnees de
topologie avec d'autres nceuds du réseau. Chaque nceud choisit un groupe de ses nceuds
adjacents comme « relais multipoints » (MPR). Dans OLSR, c'est uniquement les nceuds
sélectionnés en tant que MPR qui ont la charge de transmettre le trafic de contréle prévu pour
étre diffusé a travers tout le réseau. Les MPR offrent une méthode efficace pour gérer le trafic
en diminuant le volume des transmissions nécessaires.

L'OLSR est plus efficace dans les milieux urbains, cependant il doit constamment gérer
et superviser I'examen des tables de routage (y compris des informations périphériques qui

risquent de ne pas étre exploitées), c'est la le principal défaut des protocoles proactifs [26].
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Figure 11.6: Sélection des MPRs dans OLSR [27].

e DSDV (Destination Sequenced Distance Vector) :

DSDV fait partie des algorithmes de routage bases sur une topologie unicast et gerés par
table. Dans DSDV, chaque nceud s'efforce de garder une table de routage pour atteindre tout
autre noeud destinataire.Pour assurer la cohérence du tableau de routage dans une topologie en
constante évolution, chaque nceud du réseau communique régulierement son tableau de

routage a ses voisins directs. Le nceud peut également transmettre sa table de routage Si le
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contenu de celle-ci subit des modifications importantes par rapport au dernier contenu envoye.

Le protocole DSDV vise a réduire le trafic généré par toutes ces mises a jour [28].
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Figure 11.7: Exemple de DSDV [27].

11.6.2.2 Protocoles de routage réactifs :

IIs ne conservent pas constamment des tables de routage pour la totalité du réseau.
Quand un nceud doit transmettre un message a un autre composant du réseau, il débute par
I'établissement d'un itinéraire pour parvenir au destinataire du message. Ce chemin est utilisé
pour transmettre les données et reste stocké dans une table au niveau du nceud. Les nceuds du
réseau possedent donc une perspective limitée du réseau et ne sont familiers qu'aux
composants du réseau avec lesquels ils interagissent réguliérement.

Etant donné que les trajets sont définis & la demande, ce fonctionnement permet de
minimiser le nombre de messages de contrble. Toutefois, cela entraine des délais lorsqu'un
nceud tente d'envoyer un message pour la premiére fois vers un autre nceud ou si le chemin
enregistré n'est plus valide .On donne comme illustration les protocoles AODV (Ad hoc On-

Demand Distance Vector) et DSR_(Dynamic Source Routing) réactifs [25].
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RA Routa Request
Figure 11.8: Fonctionnement des protocoles réactifs [22].

e AODV (Ad hoc On-Demand Distance Vector) :

L'AODV est un protocole de routage réactif, c'est-a-dire que le chemin vers la destination
n'est établi que si nécessaire .est spécialement congu pour les réseaux ad hoc et I'AODV gere
toutes les routes via une table de routage. De plus, il est capable de prendre en charge le
unicast, le broadcast et le multicast sans avoir besoin d'un autre protocole.

Le point faible d'/AODV réside dans la phase de recherche ou il inonde le réseau de
requétes telles que (la route de découverte RREQ). Cette inundation entraine une surcharge du
réseau qui pourrait réduire les performances du protocole avec un taux de perte de paquets tres
élevé [26].

Figure 11.9: Fonctionnement d’AODV [27].
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e DSR (Dynamic Source Routing) :

Le DSR est un protocole de routage unicast a la demande. C'est aussi un routage source
ou les itinéraires sont générés uniquement lorsqu'ils sont requis. Les paquets de réponse de
chemin dans le routage transportent 'adresse de chaque nceud le long du parcours. Grace au
DSR, si une liaison se rompt dans le trajet actuel, un itinéraire de substitution peut étre
employe.

Cela présente un avantage par rapport a AODV en cas de faible mobilité, car l'itinéraire
alternatif peut étre tenté avant que le DSR n'entame un autre déluge pour I'exploration de la
route. Contrairement a AODV, les paquets de réponse de routage dans DSR contiennent toutes

les informations de routage [28].

RREQ(S, A)
>

OO
.
RREQ% \RREQ(S,A) /4

@V EP(D,A) RREP(D)\\ ‘ 'Fs{/REQ(S,A,B,C)

Figure 11.10: Exemple de fonctionnement de DSR [27]

RREQ(S, A, B)
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Tableau I1.1: Comparaison entre protocoles proactifs et protocoles réactifs [29].

Routage proactive

Routage réactif

Avantages

Inconvenient

Avantages

inconvénients

La topologie du
réseau est connue de
tous les mobiles. Les

routes sont
disponibles
immédiatement.

Il faut diffuser
régulierement des
informations sur les
changements de
topologie du réseau.

Les mobiles ne
conservent
pratiqguement aucune
information sur la
topologie globale du
réseau : seules les
informations sur les
routes actives sont
stockeées.

Les protocoles
proactifs disposent
en permanence d’une
route pour chaque
destination dans le
réseau

Un volume de
signalisations
important.

Les protocoles
réactifs générent a
priori un volume plus
faible de
signalisations..

Les protocoles
réactifs engendrent
un délai lors de la
construction (ou de
la reconstruction) des
routes et produisent
plus difficilement
des routes optimales.

11.6.2.3 Protocoles dits hybrides :

Dans ce genre de protocole, il est possible de maintenir une connaissance locale de la

topologie jusqu'a un certain point (un nombre prédéfini de sauts) grace a un échange

périodique de trame de contrdle, en d'autres termes, par une méthode proactive. Les chemins

vers des nceuds plus éloignés sont déterminés par une méthode réactive, c'est-a-dire en

utilisant des paquets de requéte en diffusion, Avec ce systéme, nous avons un accés immédiat

aux itinéraires a proximité, et lorsque I'on doit élargir la recherche, celle-ci est optimisée [24].

Pour illustrer Le Protocole de Routage ZRP (également connu sous le nom de Zone Routing

Protocol) vise a combiner les atouts des stratégies proactives et réactives.
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e ZRP (Zone Routing Protocol) :

ZRP est un protocole de routage hybride (proactif et réactif) . ZRP répartit son réseau en
diverses zones. Il s'agit du voisinage local du nceud. Chaque nceud peut se situer dans plusieurs
zones qui se superposent, et chaque zone peut avoir une taille différente .La taille d'une zone
n'est pas définie par des mesures géographiques. La zone est déterminée par un rayon de
longueur, ou le nombre de sauts correspond au périmetre de la zone. Chaque nceud dispose de
sa propre zone. L'inconvénient est la faible latence pour découvrir de nouveaux itinéraires
[26].

Routing Zone Inter-Zone Routing
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“-.._  proactive [

Figure 11.11: Zone Routing Protocol [30].

11.7. Routage dans les réseaux VANETS :

Le routage vise a transmettre une information d'une source vers une destination (routage
unicast) (voir la figure.12.a), ou vers plusieurs destinations (routage broadcast) (voir la
figure.12.b), en garantissant un faible délai de transmission, une fiabilité élevée et une
optimisation des ressources. Toutefois, la diffusion engendre un probleme connu sous le nom
de « probléeme de tempéte de diffusion ». Ce phénomeéne résulte de la rediffusion répétée de
messages superflus qui entrainent une utilisation excessive de la bande passante, étant donné
que chaque nceud recoit plusieurs fois la méme information par le biais du canal sans fil. Par

ailleurs, dans le contexte des réseaux Ad Hoc denses, la rediffusion systématique par chaque
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nceud génere un grand nombre de collisions qui ne sont pas rectifiées par la couche MAC
(absence d'ACK lors de la diffusion). Cela diminue par conséquent I'efficacité et la fiabilité de

la diffusion. Pour prévenir ce phénomene, I'approche fréquemment adoptée est la géo diffusion

(geocast).
¢ ¢ T
J(.Ez"_' tlg ~/-—5 g S
I ; '§ V ’Roufag' Gcoca:\\
|6 g g )
- Sy =
\’4: o ’/, \.’3

() ) (<)
Figure 11.12: Types d’acheminement des données dans les VANETSs [31].

Le géocast est une méthode d'acheminement des paquets qui s'appuie sur des communications
multi-saut pour diffuser des données a tous les nceuds localisés dans une région géographique

specifique [31].

11.8. Classification des protocoles de routage dans les réseaux VANET :

Généralement, les protocoles de routage peuvent étre classés en deux grandes familles :

Basé sur la topologie | Basé sur la géographique

L ) A L) L 8 L 8 L 8 X

.lRéactifs ,ll-"roactifs iHybride [A-STAR uMB leTAR lVAOD MORA ‘GPSR
- 4 |

|

| DSR M GSR Ll ZRP

AODV #~ DSD

- OLSR

| S—

Figure 11.13: Les protocoles de routage dans les réseaux VANET [32].
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11.8.1 Protocoles de routage basés sur la topologie :

Les protocoles de routage topologique se servent des données relatives aux liaisons
existantes entre les noeuds pour diriger le trafic des paquets. On peut classer cette famille de
protocoles en trois catégories : les protocoles proactifs, réactifs et hybrides.qui sont deja défini
dans la partie 11.3.2 de ce chapitre. Habituellement, les protocoles fondés sur la topologie

n‘acceptent pas les réseaux comportant plus de quelques centaines de nceuds [33].

11.8.2 Protocoles de routage basés sur la géographique :

Les protocoles de routage géographique se basent sur les informations de localisation dans
leur mécanisme de routage, ou I'émetteur exploite la position géographique plutdt que I'adresse
réseau pour acheminer les paquets. Dans ces procédures, tous les nceuds sont équipés de GPS
pour déterminer leur position et le paquet peut étre dirigé vers sa destination en suivant un
modele de routage multisaut. Comparativement aux autres protocoles, les protocoles de
routage géographique offrent une capacité d'évolution et génerent un délai de communication
minimal. De ce fait, ces protocoles présentent une plus grande stabilité et sont mieux adaptés
aux VANETs [34]. Parmi les protocoles géographiques qui ont fait I'objet de nombreuses
études, on compte : GPSR, LAR et DREAM.
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Tableau 11.2: Différence entre les protocoles de routage les topologiques et

géographiques [35].

Protocoles de
routage VANET

Protocoles de routage basés sur la
topologie

Protocoles de routage basés
sur la géographique

Méthodologie

1. Employez les algorithmes de plus
court chemin.

2. L'acheminement des paquets est
effectué en fonction des informations
sur les liaisons conservées dans la table
de routage.

1. On utilise un service de
détermination de la position.
2. La position du véhicule est
nécessaire pour transmettre
les paquets de données.

1. La découverte de route est
nécessaire pour trouver le plus court
chemin possible entre le nceud source
et le nceud de destination.

1. Il n'est pas nécessaire de
découvrir des routes et de
maintenir des protocoles
routiers.

Avantages/Forces 2. Sans balise. 2. Emission de balises
3. Adapté au routage unicast, multicast | 3. Prise en charge d'un
et broadcast. environnement mobile
complexe.
1. Utilisez plus de ressources 1. Ofirez le mo_ms de
supplémentaires. surcharge p035|ble._ _
2. Découverte de route et entretien avec 2. S.elrwces de localisation de
Limites contrainte de délai. position.
3. L'échec a découvrir le chemin 3.1 SE_’ peut qu'un blocage se
complet est attribué aux modifications prodl.use.sur le serveur de
fréguentes du réseau. localisation.
1. Fondamentalement proposé pour les | 1. Adapté aux grands réseaux
MANETS. tels que les VANETS.
Remarques 2. Fournit moins de surcharge et est 2. Des recherches sont en

adapté aux petits réseaux.

cours pour maitriser la
congestion et améliorer les
réseaux de petite taille.
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11.9. Protocoles de routage VANET :

Les protocoles de routage différent par leur fonctionnement et voici un apercu des plus

utilisés :

11.9.1 A-STAR (Anchor-based Street and Traffic Aware Routing) :

Le protocole de routage A-STAR est un systéeme de routage fondé sur la géolocalisation,
congu pour un cadre de communication véhiculaire en milieu urbain. Il s'appuie
principalement sur les données des trajets de bus urbains pour déterminer une route d'ancrage
(Anchor route) offrant une forte connectivité pour la distribution des colis. A-STAR utilise
une méthode de routage fondée sur I'ancrage, prenant en compte les spécificités des rues.
Chaque rue se voit attribuer un point basé sur sa capacité (grande ou petite rue bénéficiant d'un
nombre distinct de bus). Les données de circulation transmises par les bus offrent un apercu de
la densité du trafic routier dans chaque rue. Cela offre une perspective de la ville a différents

moments [32].

11.9.2 UMB (Urban Multi hop Broadcast Protocol) :

Le Protocole de de routage UMB, qui fait partie de la norme 802.11, est un protocole
performant reposant sur l'algorithme de diffusion multi-saut pour les réseaux inter-véhicules
avec support d'infrastructure. Son objectif est de minimiser les collisions et d'exploiter la
bande passante de maniére optimale. A l'inverse des protocoles de diffusion par inondation,
UMB délegue les taches d'expédition et d'accusé de réception des paquets aux nceuds les plus
distants sans disposer de connaissances préalables sur la structure du réseau.

UMB se divise en deux étapes : la premiére, nommée diffusion directionnelle, ou le
véhicule émetteur choisit un nceud dans 'axe de diffusion pour transmettre les données sans
disposer d'informations sur la topologie. La seconde diffusion aux croisements pour la
distribution des paquets dans toutes les directions est effectuée par UMB a l'aide de répéteurs
placés aux intersections, facilitant ainsi le transfert des paquets vers I'ensemble des segments.
On présume que chaque véhicule dispose d'un récepteur GPS (Systeme de Positionnement
Global) et d'une carte routiere numérique. Le principal atout du protocole UMB est sa capacité

a diffuser de maniere fiable sur plusieurs sauts dans les canaux urbains [32].
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11.9.3 GPSR (Greedy Perimeter Statless Routing) :

GPRS est un protocole largement reconnu dans le domaine du routage géographique.
Grace a sa flexibilité et son faible encombrement en mémoire, il est facilement adaptable
puisqu'il conserve dans sa table de routage uniquement les donnees relatives a ses voisins.
GPSR repose sur deux principes fondamentaux : une méthode fondée sur la position
géographique du but, et une stratégie vorace pour choisir les nceuds les plus prés de la

destination [36].

11.9.4 VADD (Vehicle-Assisted Data Delivery) :

Le protocole de routage VADD est un protocole de routage qui tient compte du contexte
des réseaux de véhicules et utilise le déplacement anticipé des véhicules pour déterminer si le
message doit étre retransmis ou pas. Il se sert principalement des données de circulation
routiére sur une route spécifique pour évaluer le temps qu'un paquet mettrait a traverser ce
segment. Ainsi, les paquets seront diriges sur l'itinéraire offrant le délai le plus court de bout
en bout [29].

11.9.5 GYTAR (Greedy Traffic Aware Routing Protocol) :

C'est un protocole de routage a multiples sauts congu pour les réseaux véhiculaires dans
un contexte urbain. GYTAR fait appel a une méthode améliorée gloutonne pour le transfert des
paquets de données d'une intersection a l'autre. Cette stratégie vise a réduire le nombre de

sauts nécessaires pour parvenir & une intersection ciblée [37].

11.9.6 MORA ((Movement-based Routing Algorithm) :
Utilise la localisation et l'orientation de déplacement des véhicules pour ajuster les
décisions de réacheminement en fonction du contexte des véhicules, afin de gérer la mobilité

intense des neeuds et la modification relativement fréquente de la topologie [37].

11.9.7 MURU (A MUIti-hop Routing protocol for Urban vehicular ad hoc networks) :

Il s'agit d'un autre protocole de routage qui prend en compte le mouvement et est congu
pour les milieux urbains. Les écrivains se servent d'une mesure connue sous le nom de degré
de déconnexion anticipé pour juger la qualité du parcours. Cette mesure est déterminée en se
basant sur les données relatives a I'estimation de la vitesse et du parcours de chaque vehicule
[37].
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11.10 Conclusion :

Dans ce chapitre, nous avons exposé la notion de routage dans les réseaux Ad Hoc et la
catégorisation des protocoles en fonction de divers criteres. Par la suite, nous avons établi le
routage dans le contexte du VANET. Par conséquent, nous avons observé que certaines
caractéristiques propres au VANET, comme une mobilité intense entrainant une topologie
extrémement dynamique et de grandes vitesses, compliquent parfois l'identification de trajets
stables entre les points d'origine et les destinations des données. Effectivement, cela nous a
conduit a déterminer que la sélection de l'algorithme de routage est conditionnée par diverses
contraintes. Pour finir, nous avons basé notre travail sur certains protocoles de routage
initialement définis dans les réseaux MANET et déployés dans le contexte du VANET, a
savoir : AODV, DSR et DSDV.

Dans le chapitre suivant, nous exposerons la mise en ceuvre de divers protocoles de
routage et leur simulation au sein des réseaux VANET, tout en modifiant les modéles de

mobilité pour obtenir une meilleure compréhension.
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Chapitre 111 Simulation et Discussion des résultats

I11.1 Introduction :

A I'heure actuelle, la mise en place d'un réseau de véhicules s'avére complexe tant sur le
plan économique que logistique. Pour surmonter cette difficulté, la simulation est considérée
comme l'instrument le plus utile pour établir un réseau VANET virtuel.

Dans ce chapitre, nous détaillons la procédure de simulation d'un réseau VANET, en
insistant sur l'intégration des simulateurs de mobilité et de trafic. Nous débutons par décrire les
étapes de notre démarche. Puis, nous présentons I'implémentation d'un réseau VANET a l'aide
des simulateurs NS2 et SUMO. Enfin, nous analysons les résultats pour illustrer comment une

modélisation réaliste influence I'efficacité des protocoles de routage.

I11.2. Processus de simulation dans réseaux VANET :

Dans le cadre du VANET, quatre étapes sont nécessaires pour réaliser la simulation:

111.2.1 Génération d'une Mappe de simulation :

Dans un premier temps, nous avons besoin d'une zone de simulation souhaitée pour
observer le déplacement des nceuds. En ce qui concerne les VANET, la zone de simulation est
représentée comme une carte routiere. Cette derniére peut étre générée de deux facons: la
premiére consiste en une création manuelle, tandis que la seconde repose sur l'importation

automatique d'une carte réelle depuis des bases de données en ligne ou depuis Google Maps.

111.2.2 Simulation de modéle de mobilité et la génération du trafic :

Un modele de mobilité illustre le comportement et les mouvements des nceuds dans un
réseau, pour objectif de reproduire fidelement les conditions de cette mobilité dans un
contexte spécifique du monde réel. On ne peut pas modéliser les mouvements des véhicules en
utilisant des modeles de mobilitt MANET, en raison des contraintes imposées a leurs
déplacements qui doivent respecter les regles de circulation.

Dans les réseaux MANET, le mouvement des nceuds est effectué de maniére aléatoire.
Chaque nceud sélectionne individuellement une destination et une vitesse au sein des limites
géographiques du réseau. Dans le contexte des VANET, les mouvements et la vitesse des

vehicules sont contraints et déterminés par les voies de circulation et les régles de conduite.
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Ainsi, I'exécution et la simulation du modéle de mobilité et de trafic sont réalisées a I'aide d'un
simulateur de trafic qui produit des fichiers TRACE détaillant les mouvements des nceuds
mobiles du réseau ainsi que les requétes qu'ils échangent. Ces fichiers de log sont par la suite

exploités par un simulateur de réseau lors de la phase de simulation réseau.

111.2.3Simulation de modele réseau :
Les fichiers journaux produits par le simulateur de trafic sont par la suite exploités comme
entrée pour un simulateur de réseau mobile afin d'examiner et calculer les valeurs des

indicateurs des protocoles de routage pour évaluer leurs performances.

111.2.4Traitement des résultats :
L'étape suivante consiste a gérer les résultats obtenus suite a la phase de simulation du
réseau. L'exposition de ces résultats sous forme graphique simplifie l'analyse et la

compréhension de ces derniers.

Génération d'une mappe de simulation

=

Simulation de modeéle de mobilité et de trafic

Simulation du modéle réseau

Traitement des résultats

Figure I11.1: Processus de simulation dans un VANET [38].
111.3. Outils de mise en ceuvre et de simulation :

111.3.1 Environnement matériel :
Nous avons implémenté notre projet sur un ordinateur Lenovo, et la configuration est la

suivante :
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Tableau I11.1: Matériels utilisés.

Processeur

Intel® CPU N 3060 @ 1.60 GHz

Mémoire vive(RAM)

2,00 Go

Disquedur (stockage)

Model :ST500LT012-1DG142
Name :PHYSICALDRIVEO
Size : 500105249280

Carte graphique

Intel HD Graphics 400

Systeme d’exploitation

Linux ubuntu 20.04.6 LTS (64 bits)

111.3.2Environnent logiciel :

111.3.2.1 Le Simulateur NS-2 :
Le simulateur d'événements discrets NS-2 (Network Simulator 2) a été concu a I'Institut

des sciences de I'information (ISI), situé en Californie. Le développement de NS2 a debuté en
1989 en tant que dérivé du simulateur de réseau réel.

Le NS2 est un simulateur standard utilisé pour expérimenter des applications de réseaux
filaires et sans fil, car c'est un outil open source robuste dédié a la simulation de réseaux.
Méme si les premieres versions ont été congues pour des réseaux filaires, I'ajout du support
sans fil a été réalisé ultérieurement grace a diverses extensions. Il adhere étroitement au
modele OSI. Il s'agit d'un simulateur orienté objet codé en C ++, utilisant un interprete OTcl
comme interface utilisateur.

NS-2 est construit sur deux langages principaux : C++ et OTcl (Object-OrientedTool
Command Language). Tandis que le C++ gére les processus internes (c'est-a-dire un backend)
des objets de simulation, I'OTcl s'occupe de la simulation en assemblant et en configurant les
objets, ainsi qu'en organisant des événements discrets (c'est-a-dire une interface). C++ et OTcl

sont connectés entre eux grace a TcICL [39].

111.3.2.2. Les éléments constitutifs d'un réseau sous NS2

Un modeéle de réseau dans NS est composé de :

a) Noeuds : un nceud est une entité pouvant étre adressée. Dans NS, on distingue deux
catégories de nceuds : les nceuds unicast et les neeuds multicast.
b) Liaisons de communication entre les neeuds : utilisées pour connecter les divers nceuds

ensemble.
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c) Agents : de communication : ils représentent les créateurs et les utilisateurs de paquets.
Ces agents sont liés aux nceuds et interconnectés entre eux pour le transfert de données d'un
nceud a l'autre.

d) Application : produit le flux de données en fonction de diverses applications (CBR, FTP),

et utilise les agents de transport [8].

111.3.2.3. Flot de simulation :
NS2 exécute la simulation en interprétant le script OTCL. Les résultats obtenus (Fichier
trace et fichier NAM) peuvent étre examinés a l'aide de I'outil NAM (Network Animator) et

analysés grace aux courbes dessinées par I'outil Xgraph (Un traceur de graphes) [40].

[Seript TCL { t‘t]}:l
) 1

Tetwork Simaulater

(INS2I)
1

E

E 3

{ A}

|

LFirhier Network Animator

J|

Fichier trace

(.t

|

rNEhmrk Ammator (WAL

h,

|

| [Tracewr de graphe (Xgraph)|

] I
Topologie Crraphes

A

|

Ituf_:_lt
T

Figure 111.2: Architecture de base de NS-2[40].

a) TCL/OTCL/Tk :

-TCL (Langage de Commande d'Outils) : C'est un langage exécuté par un interpréteur TCL
(par exemple, NS). Les programmes écrits en Tcl sont en réalité des fichiers texte composés
de commandes. On appelle ces fichiers des scripts.

- OTCL : C'est une version orientée objet de Tcl, qui s'appuie sur les fonctions standard du
langage Tcl tout en introduisant des commandes supplémentaires a l'interpréteur.

- Tk (Tool kit) : C'est un langage interprété qui facilite la création d'interfaces graphiques
[40].
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b) NAM :

Le NAM, un instrument de visualisation et d'animation basé sur Tcl/TK, est employé
dans NS pour l'interprétation et la représentation graphique des simulations réseau et des
tracés de données. On peut lancer le NAM en saisissant la commande « nam<nom du fichier
NAM (.nam)>» dans l'interface de commande Linux [40].

c) Xgraph :

Xgraph est un logiciel qui facilite la création de graphiques a partir de tableaux contenant
des données x/y. Il représente des données provenant de multiples fichiers sur un seul
graphique et peut gérer des volumes de données illimités ainsi qu'un nombre quelconque de
fichiers [40].

d) Fichier trace :

Le fichier de suivi est un document qui consigne tous les événements ayant eu lieu lors de
la simulation, tels que I'émission, la réception et la perte de paquets. On distingue deux
formats de fichier trace : I'ancien format et le format récent. Nous avons choisi d'utiliser le
format précédent [8].

L'exemple de ligne de fichier trace en ancien format est présenté dans I'image suivante :

12 3 4 5 67 8 9 10 11 12 13 14
s 2.556838879 1 AGT — 0 cbr 512 [0000] —— [1:02:0320] [0] 0 O

Figure 111.3: Exemple d’une ligne de fichier trace [8].

e) AWK :

AWK est un langage congu pour le traitement de fichiers texte, tirant son inspiration du
langage C. Chaque fichier est géré en tant que série d'enregistrements, et par défaut, chaque
ligne constitue un enregistrement. Il expligue comment sélectionner les informations

pertinentes de la simulation a partir du fichier de sortie « .tr » de NS2 [8].
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111.3.4 Le simulateur de trafic routier :

111.3.4.1SUMO (Simulation of Urban Mobility) :

SUMO est un simulateur de trafic routier congu pour simuler efficacement divers Une
série de scénes de circulation routiére. SUMO nécessite des fichiers réseau Des informations
telles que les, nceuds, les arétes et les connexions entre eux peuvent étre obtenues. Ce fichier
réseau (OSM) est généré par une application de cartographie numérique (OpenStreetMap)
Concu pour créer des cartes du monde gratuites, modifiables ou concues. Nouscréons
manuellement avec les deux autres fichiers (nceuds et bords) dépend du réseau requis.De plus,
SUMO utilise tous Le circuit parcouru par chaque véhicule pendant la simulation.

Information des moyens de transport supplémentaires tels que des feux de circulation, des
arréts de vélos et de bus sont situés dans le fichier joint. Lors de la simulation du trafic, I'API
TRACI (Traffic interface de contrble) chargée de manipuler les paramétres de mobilité du
vehicule. Nous attribuons des identifiants uniques, des emplacements de départ et d'arrivée,
des heures de départ et d'arrivée a chaque véhicule. Cette API contréle a distance la conduite

autonome et Stratégies de gestion du trafic [41].

mars 17:41 »

map.sumo.cfg - SUMO 1.22.0

|| Eile Edit Settings Locate Simulation Window Langusge Help

|@&® [P B |rme N oo s [ o4 " scakmne[ i3 o
& o 5@ EE |real world

ol done {81ms)

[
Loadi map.poly =
fles incrementally from 'map.rou.xml' =i
=i

Leading r
Loading d

"map.suma.cfg’ lkaded. o, - || %:824.55, ¥:521.75 |1at:34.729447, lon:5.382178

Figure 111.4: Interface SUMO.
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I11.4 OpenStreetMap (OSM):

OSM est un projet international fondé en 2004 pour créer des cartes du monde gratuites.
Les cartes rassemblent les routes, les voies ferrées, les riviéres, les foréts etles batiment.Les
utilisateurs OSM peuvent exporter une zone de la carte (sous le fichier .osm) vers utilisez-le et

intégrez-le dans d'autres applications et simulateurs [27].

~ OpenStreetMap Hist: e Exporter Traces GPS s utilisates Communautés Droits t A Af | b S |
2 1
Recherche ’l +
. / §
X : i, & =
Exporter % [
SO S Y o 2/
34.89705 F A
b, f
; ) {
5.67547 5.83752 - ?;,i {
RN 3 i
= y LN
34.81239 1
Sélectionner manuellement une autre zone i //
4 ;‘? Gaalal oz 17
Licence & / g
# / ~
Les données OpensStreetMap sont sous licence ‘3? ,! & Biskra ‘g: i et T
Licence de base de données ouverte Open Data Vi 5’3 g
commons (ODbL) (ODbL). Vi £ T, Chistm
L / B, o EEE © TN S Chetmagi -
1 B T e T s A
/ e
RN 46 i
/ whelay f‘w <
sil'export ci-dessus échoue, veuillez envisager = S s / i
l'utilisation de l'une des sources listées ci- 3 v %2
X - A%
dessous: B .\ / iy
APl Overpass > P, : b
Télécharger ce cadre englobant depuis un o i ){“‘sﬁ_\" \ &

Figure 111.5: La ville de Biskra dans Openstreetmap.

I11.5. Etapes de simulation des protocoles de routage dans les VANET :

Dans cette partie, on explique les étapes qui servent a imiter les protocoles sur les réseaux
VANET. On a choisi SUMO pour faire le trafic, car il aide a modéliser ce que font les voitures
et le réseau routier. Pour la simulation du réseau, NS-2 a été choisi pour montrer les protocoles
de communication sans fil dans les réseaux ad-hoc comme les VANET.Pour utiliser ce logiciel
un groupe d'outils doit étre installé :

-Linux
-SUMO version: 1.22.0
-NS2
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I11.5.1Geénération de la carte routiere :

Cette étape consiste de définir une carte routiere sur laquelle se déroule notresimulation.
Dans notre cas, on a utilisé OpenStreetMap (OSM) pour obtenir des informations de lieu, qui
sont transformées ensuite en réseau routier utilisable dans SUMO avec l'aide de l'outil

netconvert.

1. Sur OpenStreetMap, La zone urbaine de notre ville « Biskra » a été déterminée

« map.osm».comme l'indique la figure suivante :

/ OpenStreetMap Historique Exporter TracesGPS Jour es ulilisatet mmunautes Droit teur Alde Apr
N y /4
Recherche NG 7 N
& A \
0 S 7 ; 5 0
e /
X i L N /// S
Exporter T " 4
b N // <
N, S o
A \ e / / -~
34.855032 b | \\//ﬁ// \ s
D Y% N
0 4 By
5725814 5.727442 Y \\ &,f’ <
/;y\ﬁf// N )
5 o o )
34.85426¢ &4l 0 p
V /A N .
- /,// // - \\\‘ \\ ”
. / /
Licence y /. 4 A N
> 4 y
Les données OpenStreetMap sont sous licence % // //’;’;;}// \\\_,:
Licence de base de données ouverte Open Data //r/ /;{/ﬁgﬁ/ & \\
Commons (ODbL) (ODbL). | S 4 O
// /// / g b i{;\\ \y)z;\ N
e e o\ S ¥

Figure 111.6: Zone urbaine de simulation.

2. Nous ouvrons le terminal et donnons les commandes

netconvert --osm-files map.osm -0 map.net.xml

Pour convertir le fichier « map.osm » en format SUMO, donc en « map.net.xml ». C'est
super important pour que SUMO puisse l'utiliser. Aprés ca, nous gardonsles fichiers
« map.osm » ou « map.net.xml » dans un coin sécurisé, histoire de pouvoir les retrouver quand

nouslangonsnotre simulation.
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{st Dossier personnel HALIS Map ~

70 Récents

* Favoris map.net. map.osm
xml
{3t Dossier personnel

] Bureau

[E Documents

Figure 111.7: Emplacement des fichiers.

Le fichier « map.net.xml »est essentiel dans la modélisation du trafic avec SUMO. Ce

dossier renferme une description intégrale du réseau routier sur lequel sera effectuée la

simulation de circulation.Pour étre plus précis, un fichier «.net.xml » pourrait comporter les

éléments suivants : nceudd (nodes), bords (edge), longueur (length), voies (lanes), vitesse

limite (speed Limit), direction (direction), type (type), connexions (Connections), jonctions

(junctions), type de contrdle (control type), logique des feux de circulation (trafficlight logic),
regles de priorité (priorityRules), type des routes(Road Types)...

29 <edge 1d=":1074595938 6" function="internal">

30 <lane 1d=":1074595938 0 0" index="0" disallow="tram rail urban rail rail electric rail fast ship container cable_car subwa
atrcraft wheelchair scooter drone” speed="6.47" length="9.03" shape="399.63,353.46 401.64,354,92 403.62,355.38 405.58,354.83
407.52,353.28" >

31 <lane id=":1074595938 0 1" index="1" disallow="tram rail urban rail rail electric rail fast ship container cable_car subway
atrcraft wheelchair scooter drone” speed="7.97" length="14.26" shape="397.40,355.75 400.57,358.06 403.70,356.78 406.79,357
499.85,355.47" >

R <lane 1d=":1674595938 0 2" index="7" disallow="tram rail urban rail rail electric rail fast ship container cable car subwa
atreraft wheelchair scooter drone” speed="9.23" length="19.49" shape="395.17,358.04 399.56,361.20 403.77,362.18 408.00,361.01
412,18 357,66 /)

B <[edge>
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3. Nous ouvrons le terminal et nous obtenons les commandes suivantes :

[+1 elathir@elathir-Lenovo-ideapad-110-151BR: fusr/share/sumo...

:~% cd fusr/sharefsumo/
g S cd data
S cd typemap

: i
navteqPolyconvert.typ.xml osmNetconvertPedestriansNES. typ.xml
opendriveNetconvertBicycle. typ.xml osmNetconvertPedestrians. typ.xml
opendriveNetconvertPedestrians.typ.xml osmNetconvertRailUsage.typ.xml
opendriveNetconvert. typ.xml osmNetconvertShips.typ.xml
osmNetconvertAerialway.typ.xml osmNetconvert.typ.xml
osmNetconvertAirport.typ.xml osmNetconvertUrbanDe.typ.xml
osmNetconvertBicycle. typ.xml osmPolyconvertRail. typ.xml
osmNetconver taidiRal. typ.xnl

osmNetconvertExtraRail.typ.xml visumPolyconvert.typ.xml I
: $

Figure 111.8: Terminal d’acces et listage du répertoire typemap de SUMO.

- Ensuite, nous ouvrons le fichier pour 1’éditer a 1’aide de la commande

gedit osmPolyconvert.typ.xmi

Nous copions ensuite le fichier dans le dossier du projet pour l'utiliser afin de convertir la

structure de la carte pour cette région. Nous utilisons la commande

cp osmPolyconvert.typ.xml /home/elathir/HALIS/Map/

Et nous renommons-le en « typemap.xml ».
Le fichier « typemap.xml » : Indique comment effectuer la correspondance (mapping) des
balises et attributs des éléments polygonaux dans les fichiers OpenStreetMap (.osm) vers des

types de polygones que SUMO peut interpréter et visualiser.
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1 _polygonTypes

2 <polygonType id="waterway name="water color=".71,.82,.82" layer="-4"/>
3 <polygonType id="natural" name="natural color=".55,.77,.42" layer="-4"/[>
4 <polygonType id="natural.water" name="water color=".71,.82,.82" layer="-4"/[>
5 <polygonType id="natural.wetland" name="water color=".71,.82,.82" layer="-4"/>
6 <polygonType id="natural.wood name="forest” color=".55,.77,.42" layer="-4"[>
7 <polygonType id="natural.land name="1and" color=".98,.87,.46" layer="-4"/>
R

3. Cette commande

polyconvert --osm-files map.osm --net-file map.net.xml --type-file typemap.xml -0

map.poly.xml

génere ensuite le fichier « map.ploy.xml » responsable du stockage des données du polygone
géographique et de ses propriétés au format XML.

<additional xmlns:xsi="http://www.u3.0rq/2001/XN.Schena-1nstance” xsi:noNamespaceSchemalocation="nttp: //suno.alr.de/xsd/-
additional file.xsd">

<location net0ffset="-748876.14, - 385
origBoundary="5.722095,34.851572,5.73097,

809.52,688.16

163.11" convBoundary="-6.00,-0.00
34,857724" projParameter="+proj=utn +zone=31 +ellps=uCsed +datun=iGsed +units=n +no defs'/[>

ot id"344951351)

='anenity" color="237,199,199" layer="4.00" x="386.37" y="366.57"/>
<poi id="4228 '

letsure” color="207,245,201" layer="3.00" x='

<poi id="4 289" type="shop" color="237,199,255" Tayer="4.00" x="424.00" y="338.92"[>

<poi 1d="45 2" type="anenity" color="237,199,199" layer="4.00" x="394.34" y="370.30"

<poi id= " type="anenity" color="237,199,199" layer="4.00" x="379.09" y="351.30"
<[additional>

La commande polyconvert spécifie le nom du fichier de sortie dans lequel les polygones

convertis seront enregistrés au format SUMO.

4. 1l est nécessaire d'avoir ces fichiers de données de trafic, nous appliquons cette commande

pour le sortir.
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python3 /usr/share/sumo/tools/randomTrips.py -n map.net.xml -r map.rou.xml -e 50
—

Le fichier « map.rou.xml »renferme toutes les informations relatives au trafic, indiquant le
parcours précis de chaque véhicule sur le réseau, le moment de son apparition et du début de
son mouvement, en plus du lieu d'arrivée final. Ce fichier sert de source principale pour le

déroulement de la simulation de circulation dans SUMO.

<routes xmlns:xsi= xsi:noNanespaceSchemalocation=

from=

<trip 1d="0" depart=

<trip 1d="1" depart="1.00" from= to="1 [»
<trip 1d="2" depart="2.60" from= to= [>
<trip id="3" depart= from= to="1 [»
<trip 1d="4" depart= from= to="1 [»
<trip id="5" depart= froms"1 to="1 [>
<trip 1d="6" depart= froms"! to="1 [>
<trip id="7" depart= from= to="1 [>

Le fichier « rou.alt.xml » offre des itinéraires alternatifs que les véhicules peuvent suivre
durant la simulation. L'application SUMO offre aux automobilistes la possibilité de
reproduire le comportement lors d'un changement de voie en fonction des conditions routiéres

ou de leurs préférences, apportant ainsi une dimension plus réaliste a la simulation.

Le fichier «trip.xml» établit les itinéraires fondamentaux des véhicules, indiquant
exclusivement le lieu de départ et l'arrivée désirée pour chaque course, ainsi que le moment de
commencement de cette derniére. Ce fichier est fréquemment employé comme étape initiale

dans la création d'un fichier map.rou.xml plus élaboré par les outils SUMO.

5. Aprés avoir créé lesfichiers d’itinéraire XML, 1’étape suivante consiste a configurer le
fichier de I’interface graphique SUMO. Nousrecherchonsmaintenant le fichier nommé
« sumo.cfg » dans le dossier SUMO installé sur notremachine, et nous allons copier ce fichier

sur notretravail actuelle, et nous le renommons en « map.sumo.cfg »
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<configuration=
=input=
<net-file value="map.net.xml"/=>
<route-files value="map.rou.xml" />
<additional-files value="map.poly.xml" />
</input=
<time=
<begin value="0"/=>
<end value="100"/=>
<step-length value="0.1"/=
</time=
Jconfiguration

6. Pour finir, nous exécutons la commande

sumo-gui map.sumo.cfg

Afin de démarrer l'interface graphique du simulateur de circulation SUMO et d'importer le
fichier de configuration appelé « map.sumo.cfg ».

map.sumo.cfg - SUMO 1.22.0

||EE] Eile Edit settings Locate Simulation Window Language Help gﬂﬂ‘
|l @ e|lr o | «me: IR | octay (ms): | sogf 1t 1 1t ¢t 0 | scale Tramc: | 13|l =

2 Ol @ Of|[earvos S © @| \

oy ) Nl

‘map.sumo.cfg’ loaded. o= 32|[x:378.01. y:396.69 [lat:34.855053. lon:5.72635

Figure 111.9: Interface graphique de Simulation de trafic routier dans SUMO.
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Apreés avoir établi un environnement de simulation de trafic grace 8 SUMO, I'étape suivante et
naturelle serait d'associer cette simulation au simulateur de réseau NS-2. Cette liaison est
indispensable pour nous aider a analyser I'effet du trafic réel sur le rendement des réseaux sans
fil et de leurs applications, tout en cherchant a saisir la maniere dont ces applications

communiquent avec la fluctuation du trafic dans nos scénarios.

I11.5.2Geénération des fichiers traces :

La génération de fichiers traces est une phase cruciale lors de I'élaboration d'un scénario
réseau pour le simulateur NS2. Il existe plusieurs méthodes pour créer les fichiers de traces.
En se servant de 'SUMO trace exporter’, 'MOVES' ou 'ITETRIS'. Dans notre situation, nous
allons faire appel a I'exportateur de traces SUMO.

Cet outil de génération de fichiers trace est disponible chez Sumo. Il se trouve dans le
répertoire "Tools' du package SUMO [13]. On commence par générer le fichier de trace en

employant la commande ci-apres :

sumo -¢ map.sumo.cfg --fcd-output map.sumo.xml

<fed-export xmlnsxsi="nttp: 2001 /XML xsi:noNanespaceSchemalocation=
<tingstep time="0.00"
aeicle 1d="0" x="588.52" y= angle="227.71" types"DEFAULT VERTYPE" speed="0.00" pos="5.10" Tanes
slope='0.00'[>
<[tinestep>
<tingstep time="0.10"
aenicle 1d="0" x= y="539,52" angle="227.71" type="DEFAULT VEHTYPE" speed="0.25" pos="5.13" lanes
slope='0.00"[>
¢/tinesteps

Ensuite, nous transformons le fichier trace généré en un autre format, ici ".tcl' qui est utilisé
par NS2 ; a la fin, nous obtiendrons trois fichiers (fichier de mobilité, fichier d'activité et

fichier de configuration) :
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python3 /usr/share/sumo/tools/traceExporter.py --fcd-input map.sumo.xml

--ns2config-output map.tcl --ns2mobility-output mobility.tcl --ns2activity-output

activity.tcl

Ici, dans le fichier « mobility.tcl », nous décrivons comment chaque élément se déplacera (son
chemin, sa vitesse, ses changements de chemin, etc.). Son mouvement est déterminé lors de la
simulation.

Snode_(1) set X_ 210.53

Snode_(1) set ¥ 573.02

Snode_(1) set Z ﬂ

Sns_ at 1.9 "Snode (1) setdest 210.53 573.02

Sns_ at 1.1 B tdest 587.41 538.53 2
$ns_ at 1.1 "Snode_(1) setdest 210.54 573.8 0.2¢
Sns_ at 1.2 "Snode (0) setdest 587.23 538.36 2.53
$ns_ at 1.2 "Snode_(1) setdest 210.58 572.96 0.51
Sns_ at 1.3 tdest 587.02 5 18 2.71

Dans le fichier activity.tcl, nous décrivons ce que fait chaque élément (s'arréter a un feu de

circulation, prendre un passager, faire une pause).

sns_ at 12.0 "Sg(1e€ start™; # SUMO-ID: 12

Sns_ at 86.6 "S5g(10) stop”; # SUMO-ID: 12

Sns_ at 14.7 "Sg(11 start”; # SUMO-ID: 14

Sns_ at 93.3 "5g(11) stop”; # SUMO-ID: 14

S5ns_ at 16.0 g 12 start”; # SUMO-ID: 16

Sns_ at 100.00000000000001 "Sgl12 stop”; # SUMO-ID: 16
sns_ at 17.0 "5g(13 start™; # SUMO-ID: 17

Sns at 86.8 "Sa(13) stop”:; # SUMO-ID: 17

L'étape suivante consiste a intégrer ces fichiers que nous avons créés dans le script de
simulation NS-2 pour démarrer la simulation en fonction des données générées a partir de
SUMO.
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1. Nous allons modifier un peu le fichier « map.tcl » en utilisant la commande :

home /el-athir/ns-allinone-2.35/ns-2.35/tcl/ex/gedit simple-wireless.tcl

Nous ouvrons le fichier «simple-wireless.tcl», nous le copions et I’appliquons dans

« map.tcl ». Pour créer un fichier complet.

Le fichier « map.tcl »paramétre les réglages fondamentaux d'un scénario de simulation de

réseau dans NS-2, en se basant sur les données récupérées de SUMO, comme la détermination

du nombre de nceuds, leur liaison avec des fichiers de circulation et d'activité, ainsi que

I'établissement de certaines caractéristiques globales du réseau. C'est le moment initial pour

I'établissement de I'environnement de simulation. Le contenu du fichier est visualisé dans la

fichier :

# Mode_ (1) then starts to mowe away Trom node_ (@)

Sns_ at 100 .0 Snode = cetdest 490 . C

# Setup traffic flLow between nodes

#H TCP connections between node_ () and node_ (1)

source mobilitwy.tcl

set tcp new AgenthCP|

Stcp set class_ 2

set sink [new Agent/ TCPsink]

sSns_ attach-agent Snode_ () Stcp
Sns_ attach-agent Snode_ (22) Ssink
Sns_ connect Stocp Ssink

set Ttp [(nNnew Application/FTP]
sfFtp attach- agent $tcp

Sns_ at 18.6 = = tart

E=d

# Tell nodes when the simulation ends

E=d

for {set i 8% {51 = Swval(nn) F {fimcr i1}
Sns_ at 190 .6 Snode_ (S —eset™

i

Sns_ at 100 .0 s top

Sns_ at 100 .01 >uUuts WTNS EXITIMG. . .M"

proc stop {3} 4
glLobal ns__ traceftd

Sns_ fFflLush-trace
clLose Stracefd

3

puts Starting Simulation. . .

€
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2. Ensuite, nous exécutons la commande suivante

ns map.tcl

Pour créer le fichier de trace «map.tr» et «map.nam» :

Le fichier « map.tr » est un fichierde données cartographiques potentiel contenant des
coordonnées, des itinéraires et des caractéristiques géographiques. Comme indique sur la

fichier suivante :

77325 39.833905110 © AGT --- 52 tcp 1040 [0 © © 8] ------- [0:0 22:0 32 0] [26 6] 0 ©

7733 r 39.833905110 © RTR --- 52 tcp 1040 [0 6 © 8] ------- [0:0 22:0 32 8] [26 6] 0 ©

7734 s 39.833905110 ®_ RTR --- 52 tcp 1040 [0 6 0 8] ------- [0:0 22:0 30 2] [26 6] 0 ©

7735 39.843790441 _2_ RTR --- 46 tcp 1040 [13a 2 © 800] ------- [0:0 22:0 30 2] [23 8] 1 ©
7736 f 39.843790441 2 RTR --- 46 tcp 1040 [13a 2 © 808] ------- [0:0 22:0 29 14] [23 6] 1 ©
7737 r 39.853636215 2 RTR --- 49 tcp 1048 [133 2 © 808] ------- [0:0 22:0 30 2] [24 8] 1 ©
7738 f 39.853636215 2 RTR --- 49 tcp 1048 [13a 2 O 800] ------- [0:0 22:0 29 14] [24 6] 1 0
7739 r 39.863622340 14 RTR --- 46 tcp 1040 [13a e 2 8080] ------- [0:0 22:0 29 14] [23 0] 2 ©
7740 f 39.863622340 14 RTR --- 46 tcp 1040 [13a e 2 880] ------- [0:0 22:0 28 22] [23 0] 2 ©
7741 r 39.873587991 22 AGT --- 46 tcp 1040 [13a 16 e 800] ------- [0:0 22:0 28 22] [23 0] 3 ©
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Tableau I11.2: Signification des differents champs d'un fichier trace [38].
N°colonne Signification Valeurs Possibles
1 Action (type d’événement) [s,[r,[f],[D] : s-- sent,
f—forwarded
r -- received, D -- dropped
2 Le temps Date de I'divinement
3 id du nceud courant
4 niveau de trace, lacouche MAC : couche mac
dans laquelle se trouve le RTR: routage
paquet . AGT : agent(application)
6 Le numéro de séquence du
Paquet
7 Le type du paquet cbr. ARP,RTS,tcp,ack ...
8 La taille du paquet
9 [abcd] a -- the packet duration in
mac trayer header
b -adresse mac de la
destination
C -- adresse mac de la source
d -- the mac type of the
packet body
[........] - ip de source : numéro de

port

-ip de destination (-1
broadcast) : numéro de port.
-TTL

-ip du prochain noeud

Les fichiers de trace « map.nam »qui possedent l'extension *.nam constituent une premiere

classe de ces fichiers. Ces documents contiennent des informations essentielles pour le suivi

des nceuds et de leurs mouvements, ainsi que pour la trajectoire des paquets entre les nceuds,

comme l'illustre la fichier :

57




Chapitre 11 Simulation et Discussion des résultats

-t 24.400000 -s 15 -x 573.697202 -y 526.056547 -U -6.684590 -V -6.085873 -T 0.101308
-t 24.400000 -s 17 -x 588.410000 -y 539.440000 -U -0.745051 -V -0.651920 -T 0.107375
-t 24.400000 -5 2 -X 191.168057 -y 169.866710 -U 10.356691 -V 9.390386 -T 0.195231
-1 24.400000 -s 3 -x 360.274579 -y 498.936372 -U 9.681659 -V -11.378448 -T 0.100749
-t 24.400000 -s -X 586.312271 -y 152.821380 -U 9.831277 -V -10.315450 -T 0.234733
-1 24.400000 -s -X 513.543980 -y 327.705445 -U 7.565951 -V -8.554109 -T 0.292894
-t 24.400000 -s -x 410.570790 -y 377.699165 -U -4.963056 -V -4.471071 -T 0.104933
-t 24.400000 -s -X 547.960292 -y 197.793894 -U 7.800513 -V -9.445343 -T 0.215333
-t 24.400000 -s -X 120.272442 -y 106.339944 -U 9.671465 -V 8.596881 -T 0.202406
-t 24.500000 -s -X 437.920056 -y 336.962569 -U 6.854205 -V 1.149947 -T 0.102119

2222222222

D00~

Nous effectuons une simulation en utilisant I'outil NAM pour illustrer les mouvements des
vehicules sur la base de la carte routiére élaborée auparavant. C'est un outil de visualisation
basé sur Tcl/Tk, qui permet I'affichage des traces de simulation de réseaux et des véritables

empreintes de paquets en transit.

Il est chargé de la mise en place de la topologie de la carte ainsi que de I'animation au sein du

paquet.Donc pour voir le mouvement réel des véhicules on peut faire La commande

nammap.nam

nam: map.nam - o &
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Figure 111.10: Visualisation de simulation avec le NAM.
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Au final, il est essentiel d'utiliser I'outil AWK pour choisir les événements de trace en

manipulant les données cruciales avec la commande : « awk -f calcul.awk map.tr ».

111.6. Calcul des valeurs des métriques :
Les métriques constituent des métriques de performance du protocole de routage qui
autorisent I'évaluation de son efficacité. Dans notre travail, nous avons considéré les métriques

suivants :

111.6.1 Calcul du taux de livraison de paquets :

C'est un critere essentiel pour juger I'efficacité d'un protocole de routage dans tout type de
réseau. Ces résultats sont influencés par divers parametres choisis pour la simulation. Les
composants fondamentaux comprennent la taille du paquet, le nombre de nceuds, 1'étendue des
communications et la configuration du réseau. Le taux de livraison des paquets (PDR - Packet
Delivery Ratio) peut étre calculé en divisant le nombre total de paquets recus par le
destinataire par le nombre total de paquets transmis par tous les nceuds émetteurs [42].Cette

opération s'exprime mathématiquement a travers I'équation (1) :

nbr de paquets recus par la destination

Y, nbr de paquets envoyes par tous les noeudes source

111.6.2 Calcul du délai moyen de bout en bout :
Le délai moyen de bout en bout pour un paquet i entre une paire de points source et

destination est donné par :
D= (T — Ts) (2)

En considérant D comme le délai moyen de bout en bout, Trireprésente le temps lorsque le
paquet est regu par le nceud destinataire r, tandis que Tsi indique le moment ou le paquet est
émis par le nceud source S. Par la suite, nous calculons la moyenne pour chaque ensemble de
paquets transmis par chaque paire de nceuds tout au long de la simulation, afin d'en déterminer

le retard moyen de bout en bout.
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Il peut étre prouvé mathématiquement a l'aide de I'équation :

D==3" (Ty—Tg) *100 [ms] (3)

n

Avec n, le nombre total de paquets recus pendant la simulation [42].

111.6.3 Calcul du taux de perte de paquet :
Le taux de perte des paquets se définit comme le rapport entre les paquets qui ont été

perdus et la totalité des paquets qui ont été transmis [42] :

__lenombre de paquet perdus
Tperte - (4)

le nombre de paquet émis

111.6.4 Calcul du Débit moyen:
Cette métrique est exprimée en termes de paquet/unité TIL Time IntervalLength, ou TIL
représente la durée de l'intervalle de temps [42]. Cela se traduit mathématiquement par

I'équation suivante:

_ taille du paquet recu 8
Doyen = *— %)

(temps final-temps initial) 100

111.6.5 Calcul de la gigue :
La gigue représente la différence entre le délai de bout en bout maximal et le délai de bout

en bout minimal [40] .
G = Dmax —Dmin (6)

I11.7. Simulation des performances des protocoles de routage du
réseauVANET :

Pour la simulation, trois protocoles ont été sélectionnés : AODV, qui est un protocole de
topologie active ; DSDV, un protocole de topologie préemptive ; et DSR, un protocole de
routage réactif. Nous analysons I'effet de la mobilité sur I'efficacité de ces protocoles.
L'évaluation des performances des protocoles simulés est effectuée en se basant sur les

données des fichiers de trace et en utilisant le langage AWK.
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111.7.1 Configuration des paramétres de simulation :

Les parameétres de la simulation utilisés sont résumés dans le tableau I11.1:

Tableau I11.3: Paramétres de simulation.

Nom Parametres
Simulateur NS-2.35
couche Mac 802 .11

Couche physique WLAN IEEE 802.11 a
taille du paquet 50
nceuds mobiles 40,80,120
Temp de simulation (s) 100
Modeéle de propagation TwoRayGround
Protocole de routage AODV,DSDV,DSR
Vitesse des nceuds (M/s) 20,40,60

111.7.2. Résultats et interprétation :
Dans cette partie, nous allons simuler et évaluer les performances de protocoles de routage
(AODV, DSDV,DSR ), pour les réseaux VANET. Nous avons créer deux scenarios en

utilisant le simulateur NS2.

111.7.2.1. Analyse et évaluation du Scénario n°1:
Ce scénario vise a analyser et a évaluer les performances de trois protocoles de routage
populaires dans les VANET, AODV, DSDV et DSR, en mettant l'accent sur I'impact de la

vitesse de déplacement des nceuds sur les indicateurs de performance clés.
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a) Taux de livraison des paquets :
Le Figure I11.11, illustre 1'augmentation de la vitesse des nceuds affecte le taux de

livraison des paquets pour trois protocoles de routage sans fil: AODV, DSDV et DSR.

Le taux de livraison des paguets

100

T ' ' AODV ——
DSDV ——
DSR

Taux de livraison des paquets (%)

20 25 30 35 40 45 50 55 60
Vitesse de Noeuds (m/s)

Figure 111.11: Taux de livraison de paquets en fonction de vitesse de nceuds.

On peut observer qu’AODV Maintient une excellente performance (taux de livraison
proche de 100 %) quelle que soit la vitesse des nceuds. Quant au DSDV sa
performance diminue considérablement avec I'augmentation de la vitesse des nceuds,
le rendant moins adapté aux environnements a forte mobilité. Concernant le taux de
transmission initial du DSRmontreune diminution progressive de la performance avec
I'augmentation de la vitesse, mais reste meilleur que DSDV a haute vitesse.
Globalement, cette affirmation suggere que le protocole AODV est le plus performant
en termes de transmission de paquets.
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b) Délai moyen :
La Figure 111.12 montre la corrélation entre le «délai moyen de bout en bout » de trois
protocoles de routage distincts (AODV, DSDV, DSR) et la « vitesse de nceuds »

présent dans le réseau.
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Figure 111.12: Délai moyen de bout-en-bout en fonction de la vitesse de nceuds.

On peut dire que I'AODV montre un retard variable (élevé a basse vitesse, faible en
moyen, puis un peu augmente), mais il offre le meilleur taux de livraison a des vitesses
élevées. Le DSDV offre un retard relativement moyen et stable, mais il souffre du taux
de livraison le plus bas a des vitesses élevées. En ce qui concerne le DSR, il offre le
retard le plus bas dans la plupart des cas, mais il peut avoir un taux de livraison

légérement inférieur a des vitesses élevées.
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c) Taux de perte de paquet :
Les taux de perte des protocoles AODV, DSDV et DSR en fonction du vitesse de

nceuds sont donnés par la figure suivante (Figure 111.13):

Le taux de perte de paguet
0? T T T

' ' AODV ——
DSV ——
DSR

taux de perte de paquet (%)

20 25 30 35 40 45 50 55 60
Vitesse de Noeuds (m/s)

Figure 111.13: Taux de perte de paquet en fonction vitesse de nceuds.

AODV est le plus performant en termes de minimisation de la perte de paquets, et sa
performance est peu affectée par la vitesse des nceuds.DSR est le deuxieéme meilleur,
avec un taux de perte faible qui augmente progressivement avec la vitesse.

DSDV est le plus sensible a la vitesse, affichant un taux de perte de paquets
significativement plus élevé a mesure que la mobilité augmente.Le protocole AODV

semble étre le choix le plus approprié parmi ces trois protocoles.
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d) La gigue :
Nous examinons l'impact de la vitesse des nceuds sur la gigue pour les protocoles

AODV, DSDV et DSR. Nous analysons ce que ces courbes nous révelent :

La gigue s Vitesse de Noeuds
16 T T T T T T T

AODV ——
\/ DSDV ——
DSR

14 1

10 + .

la gigue (ms)
(=]

2 1 1 1 1 1 1 1
20 25 30 35 40 45 50 55 60

Vitesse de Noeuds (m/s)

Figure 111.14:La gigue en fonction de vitesse de nceuds.

En considérant la métrique du gigue (jitter), le protocole DSR se distingue en offrant
les valeurs de gigue les plus faibles et les plus stables sur toute la plage de vitesses des
nceuds, ce qui en fait un candidat prometteur et idéal pour les applications sensibles
aux variations temporelles.

En revanche, le protocole AODV présente un gigue avec des valeurs modérées qui
tendent a diminuer avec l'augmentation de la vitesse de déplacement des nceuds. Quant
au protocole DSDV, il affiche les valeurs de gigue les plus élevées et les moins
stables, ce qui pourrait poser des défis et causer des problemes de performance fluide
pour les applications en temps réel qui nécessitent une arrivée des données avec un

délai constant et régulier.
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e) Débit moyen:

La Figure 111.15, montre le « débit moyen », la quantité de données transférées avec
succes dans une unité de temps, cette métrique change pour les trois protocoles de
routage (AODV, DSDV, DSR) a mesure que la« vitesse de nceuds » dans le réseau

augmente. L'unité de mesure ici est le kilobit par seconde (kbps).

Le Débit moyen v Vitesse de Noeuds
5500 T T T T T T T

AODV
DSDV
5000 DSR
4500
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@ 3500
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E 2500
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(]
@ 2000
-
1500
1000 | y
500 y
0 1 1 1 1 1 1 1
20 25 30 35 40 45 50 55 60

Vitesse de Noeuds (m/s)

Figure 111.15: Le Débit moyen en fonction vitesse de nceuds.

En termede débit moyen, le protocole AODV se distingue en offrant les performances
les plus élevées, et sa capacité de transfert de données tend méme a s'améliorer avec
I'augmentation de la vitesse des nceuds. Le protocole DSR, quant a lui, démontre une
amélioration notable de son débit a mesure que la mobilit¢é des nceuds s'accroit,
atteignant des valeurs compétitives avec AODV dans les environnements a haute
vitesse.

Enfin, le protocole DSDV présente un débit moyen plus faible et relativement stable
sur I'ensemble des vitesses testées, avec une légere tendance a la diminution lorsque la

vitesse des nocuds devient élevée.

66



Chapitre 111 Simulation et Discussion des résultats

111.7.2.2. Analyse et évaluation du Scénario n°2 :

Ce scenario étudie les performances des protocoles de routage dans les réseaux ad hoc
vehiculaires (VANET) sous l'influence d'un autre facteur clé, la densité du réseau, représentée
par le nombre de nceuds (véhicules) présents dans une zone donnée. Nous avons analysé les
performances de trois protocoles de routage importants, AODV, DSDV et DSR, sur une

gamme de mesures importantes.

a) Taux de livraison des paquets :
L'analyse du taux de livraison des paquets en fonction du nombre de nceuds que le

DSR semble étre le protocole le plus fiable pour la livraison de paquets sur toute la
gamme de densités de réseau testées.

Le taux de livraison des paquets
100 T T T T T

! AODV
DSDV
99.95 | DSR

99.9

99.85

99.8

99.75

99.7

Taux de livraison des paquets (%)

99.65

99.6

9955 1 1 1 1 1 1 1
40 50 60 70 80 90 100 110 120

Nombre de Noeuds

Figure 111.16: Taux de livraison de paquets en fonction de nombre de nceuds.

Alors que I'AODV fonctionne bien, les performances du DSDV semblent étre plus
sensibles au nombre de nceuds, s'améliorant a des densités moyennes mais Se

détériorant considérablement a des densités plus élevées.
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b) Délai moyen :

La Figure 111.17, présente le délai moyen de bout-en-bout (en secondes) en fonction du
nombre de nceuds dans le réseau (de 40 a 120), pour les protocoles AODV, DSDV et
DSR:

Le délaiombre de Noeuds
0.24 T T T T T T T

AODV
DSDV
DSR

0.22

0.2

0.18

0.16 |- 1

014 .

délai moyen de bout-en-bout (sec)

012 ¢ .

0_1 1 1 1 1 1 1 1
40 50 60 70 80 90 100 110 120

MNombre de Noeuds

Figure 111.17: Délai moyen de bout-en-bout en fonction vitesse de noeuds.

Nous remarquons d’apres la Figure III1.17 que Le protocole DSR se caractérise par un
délai moyen de bout-en-bout extrémement faible et stable, indépendamment du
nombre de nceuds. AODV voit son délai diminuer avec I'augmentation de la densité du
réseau, tandis que DSDV maintient un délai relativement constant mais plus élevé que
celui de DSR.
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c) Taux de perte de paquet :
Nous notons que, Le protocole DSR se distingue par un taux de perte de paquets
faible. quelle que soit la densité du réseau considérée. AODV présente un taux de

perte faible avec une légere variation en fonction du nombre de nceuds (Figure I11.18).
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Figure 111.18: Taux de perte de paquet en fonction nombre de nceuds.

DSDV affiche un taux de perte significativement plus élevé que les deux autres

protocoles, avec une tendance a diminuer puis a augmenter avec la densité du réseau.
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e) La gigue :

On observe sur la Figure 111.19, que la gigue du protocole AODVcommence a un

niveau relativement bas et diminue progressivement a mesure que le nombre de nceuds

dans le réseau augmente. En revanche, le protocole DSDV présente le niveau de gigue

le plus élevé, et cette gigue s'aggrave a mesure que le nombre de nceuds augmente.

la gigue (ms)

18

15

14

13

12

11

La gigue s Nombre de Noeuds

40

50 60 70 80 90 100 110
Nombre de Noeuds

120

Figure 111.19: La gigue en fonction de nombre de nceuds.

AODV ——

DSDV ——
DSR

Le protocole DSR offre initialement des performances de gigue moyennes, mais

diminue progressivement a mesure que le nombre de nceuds augmente, indiquant une

meilleure régularité des paquets a mesure que la densité du réseau augmente.
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d) Débit moyen :

Sur le Figure 111.20, nous constatons que I'AODV présente les meilleures
performances en termes de débit dans les réseaux a forte densité de nceuds (apres 100
nceuds). DSDV atteint le débit le plus ¢levé a des densités moyennes (environ 80

neceuds), mais ses performances diminuent relativement a des densités plus élevées.

Le Débit moyen Nombre de Noeuds

2000 T T T T T ! ! AODV
DSDV
DSR
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40 50 60 70 80 90 100 110 120

Nombre de Noeuds

Figure 111.20: Le Débit moyen en fonction nombre de nceuds.

DSR démarre avec le débit le plus faible, mais rattrape les autres protocoles et

fonctionne bien dans les réseaux denses.
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111.7.2.1 Etude comparative:

Le tableau I11.4 présente un résumé des métriques d’évaluation des performance des

protocoles de routage du réseau VANET a travers deux scénarios :

Tableau I11.4: Analyse comparative des performances des protocoles de routage.

Taux de o Taux de _
Protocolede . - Délai . Débit
Scénario | livraison perte des la gigue
routage Moyen moyen
des paquets Paquets
Diminue
) puis se -
. Eleveé et stabilise Faible et D|_m|nue Aug_m_entg
Scénariol s puis stable |significativem
stable (plus élevé a |stable
AODV basse (bas) ent
vitesse)
Scénario 2 | Trés b S'améliore 5 Bon Tres bon avec
cenario 2 | Tresbon 1 ayec densité | 20" s'améliore | densité
Diminue
(surtout a . Augmente | Relativeme | Relativement
. haute Relativemen | .~ .~ . 4 .
Scénario 1 | . significative |nt élevé et |stable puis
vitesse)Relat |t stable .
. ment stable diminue
Ivement
DSDV stable
Bon a Moyen a
moyen mauvais Bon a moyen
L : Moyen Moyen .
Scénario 2 | (baisse avec (augmente (baisse avec
stable augmente g
haute aux haute densité)
densité) extrémes)
o Tres élevé et |Faible et Trés faible et| Tres faible | Augmente
Scénario 1
DSR stable stable stable et stable | constamment
Scénario 2 | Trés bon Trés bon Tres bon Tres bon ggﬁzi tbéon avec
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-Scénario 1 : Dans les environnements VANET avec des vitesses variables, AODV offre un
bon équilibre entre la fiabilité (bonne livraison et faible perte de paquets) et un débit qui
s'ameliore avec la vitesse. Bien que son délai puisse étre légérement plus élevé que celui de
DSR, il s'adapte bien au trafic variable. DSR excelle particulierement dans la réduction de la
latence et de la gigue, avec de bonnes performances de débit a haute vitesse, tandis que DSDV
peine @ maintenir un bon niveau de performance avec I'augmentation de la vitesse.

-Scénario 2: Dans les scénarios VANET a haute densité de nceuds, le protocole DSR se
distingue par sa stabilité et ses performances supérieures, assurant une livraison optimale des
paquets, un faible délai, une perte de paquets minimale et une amélioration de la gigue avec
I'augmentation de la densité. Le protocole AODV offre de bonnes performances, en particulier
dans les réseaux denses, avec un débit élevé et une gigue faible, bien qu'il soit moins stable
qgue DSR. En revanche, DSDV montre des performances dégradées a haute densité, avec une
perte de paquets accrue, un délai plus important et une gigue plus €élevée, ce qui le rend plus

adapté aux réseaux a densité moyenne.
111.8 Conclusion :

Dans ce chapitre, nous avons décrit les différents outils et bibliothéques utilisés dans notre
simulation. Nous avons ensuite abordé la section de simulation ou nous avons présenté
I’implémentation du réseau VANET sous NS2. Pour conclure, nous avons discuté des
métriques calculées pour évaluer les performances des protocoles de routage dans un
environnement VANET.

On a pu observer que, dans la plupart des situations, DSR semble étre plus performant en
termes de latence et de stabilité les plus faibles, tandis qu'AODV offre les meilleures
performances en termes de fiabilité de livraison de paquets et de débit élevé, en particulier
dans les reseaux plus grands. DSDV, en revanche, présente des performances irréguliéres et
dépend fortement de la taille du réseau, ce qui le rend moins préférable que les deux autres

protocoles dans la plupart des scénarios que nous avons étudiés.
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Conclusion Générale

Les réseaux VANET (Vehicular Adhoc Networks) est une nouvelle technologie
émergente qui integre les fonctionnalités de la nouvelle génération de réseaux sans fil pour les
veéhicules. Dans le monde contemporain, les réseaux des voitures jouent un réle significatif.
C'est un domaine trés intéressant et de recherche d’actualité. En effet, l'objectif de ces
systémes de transport intelligents est d'améliorer la sécurité routiere et la sreté des passagers

et de fournir de nombreux services et facilités aux usagers routiers.

Il s'agit d'une nouvelle catégorie de réseau dérivée des réseaux mobiles ad hoc (MANET).
Ce qui les rend uniques, c'est la possibilité de communication entre véhicules, ou entre un
véhicule et une infrastructure routiere. La nature hautement dynamique de la topologie du
réseau complique le maintien des informations sur les nceuds.

Effectivement, le routage joue un rdle crucial pour diriger ces donnees vers leur
destination appropriée. De plus, la mobilité est bien plus restreinte comparée aux réseaux ad
hoc classiques.

Ce meémoire se concentre sur la modélisation des réseaux véhiculaires, ou nous avons
examiné le protocole AODV et DSR, appartenant a la catégorie des protocoles réactifs, ainsi
que le protocole DSDV, qui fait partie des protocoles proactifs destinés aux MANETS dans le
contexte des réseaux VANET. Nous avons démontré I'impact d'une représentation réaliste de
la mobilité sur ces protocoles. Il a été constaté que les performances du réseau diminuent avec
I’augmentation de la densité et de la vitesse des véhicules.

Effectivement nous avons observé qu'aucun protocole de routage n'est universellement
"meilleur” dans les réseaux VANET. DSR excelle dans la réduction du délai et de la gigue,
tandis qu'AODV offre de bonnes performances en termes de débit et de fiabilité avec les
vitesses variables. DSDV, quant a lui, peine dans les environnements dynamiques et denses.
Cela s’explique par le fait que la topologie du réseau change constamment a cause des
différences de vitesse entre les véhicules, ce qui provoque des modifications rapides et
fréquentes dans la structure du réseau. De plus, la connectivité entre les véhicules n’est pas
toujours stable, elle peut étre partielle ou interrompue. Cela montre que les méthodes de

routage classiques utilisées dans les MANET ne sont pas toujours adaptées aux reseaux
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VANET. 1l serait donc intéressant d’analyser plus en profondeur les mécanismes de routage,
en s’intéressant aux protocoles plus récents qui utilisent les informations de position
géographique pour choisir le meilleur chemin.

Notre étude constitue un point de départ solide pour approfondir la compréhension et
I'élaboration des protocoles de routage géographiques.
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